FINANCIAL
STABILITY
BOARD

Addressing the regulatory, supervisory and oversigihchallenges
raised by “global stablecoin” arrangements

Consultative document

14 April 2020



The Financial Stability Board (FSB) is establishedcoordinate at the international level the
work of national financial authorities and intetinatl standard-setting bodies in order to
develop and promote the implementation of effeategulatory, supervisory and other financial
sector policies. Its mandate is set out in the EBBrter, which governs the policymaking and
related activities of the FSB. These activitiegJuding any decisions reached in their context,
shall not be binding or give rise to any legal tggbr obligations under the FSB’s Articles of
Association.




Contacting the Financial Stability Board
Sign up for e-mail alertsyww.fsb.org/emailalert
Follow the FSB on Twitter@FinStbBoard
E-mail the FSB atisb@fsb.org

Copyright © 2020 Financial Stability Board. Pleader¢o: http://www.fsb.org/terms_conditions



Addressing the regulatory, supervisory and oversighchallenges raised by
global stablecoin arrangements

Background

The G20 called on the FSB in June 2019 to exanegelatory issues raised by “so-
called global stablecoin” (GSC) arrangements arabliose on multilateral responses as
appropriate, taking into account the perspectiveerokerging market and developing
economies (EMDES).

This consultative document (i) describes GSCs amal they may differ from other
crypto-assets and other stablecoins; (ii) analffsepotential risks raised by GSCs; (iii
considers existing regulatory, supervisory and sigét approaches to GSCs and (iv)
identifies issues that regulators, supervisors awmersight authorities may need tc
address; (v) considers the specific challengesagria a cross-border context, including
the need for cross-border cooperation and cooidimaand (vi) makes high-level
recommendations for regulatory, supervisory andrsgbt responses, including
multilateral actions.

The FSB is inviting comments on this consultative @cument and the questions set
out below. Responses should be sentfsb@fsb.orgby 15 July 2020. Responses will
be published on the FSB’s website unless respondsrexpressly request otherwise.

1. Do you agree with the analysis of the characterists of stablecoins that
distinguish them from other crypto-assets?

Yes, we agree with the characteristics proposemdoliid be desirable to reach a clear
and shared definition of crypto assets to undedstéinthey concern payment
instruments, financial instruments or both andthweference to payment instruments
- to clarify the differences between virtual cuices and electronic money. A GSC
arrangement, given its purposes and its architectoight be considered as a compléx
infrastructure that includes typical prerogativéxentral banks, commercial banks,
stock exchanges and financial markets surveillaceGlobal Crypto-currency
definition should therefore refer to the followiagsential main points:

= management and stability of the price including ¢batrol of e-money supply|
(including asset-linked policy);

= technology neutrality;

= clear, efficient and secure trading system acéisitn a global basis;

= regulation-wise: protection and transparency reggrslubjects like AML, Anti-
Terrorism, Taxation & Fiscal aspects, cyber seguatcess, etc.

2. Are there stabilisation mechanisms other than the mes described, including
emerging ones, that may have implications on the alysis of risks and
vulnerabilities? Please describe and provide furtheinformation about such
mechanisms.

The stabilisation mechanisms described are the atwgited. However, other kind of
stabilisation mechanisms can be used. For instgpes®lty fees, redemption limits
and secondary units can be used.




3.

We deem that the provided analysis addresses nfidbieaisks connected to GSCs
adoption. Furthermore, please find below a lisbtbier risks that we envisage:

1.

“Does the FSB properly identify the functions and ativities of a stablecoin
arrangement? Does the approach taken appropriatelydeal with the various
degrees of decentralisation of stablecoin arrangemes?

Yes, we believe that the functions identified byBF&e exhaustive. We suggest
adding:
= a further function/activity related to the on-baaglof users (KYC);
*= an audit function on the custodians, which coulp he reduce credit and
liquidity risks;
» additional functions in order to trace the exchaaggvities for converting
FIAT currencies to and from the crypto-assets.

What criteria or characteristics differentiate GSC arrangements from other
stablecoin arrangements?

The impact and the associated risk of GSC arrangesmsould be significantly
different from other stablecoins. A financial instrent reaching a global scale and
involving potentially billions of users could poadigh risk to financial stability, for:

= governments, considering the potential impact ahdurrency and nationa
debt;
= Dbusinesses and consumers, as they can use the @isS@bpayments and
reserve of value.

A stress event (financial crisis, a design defech cyber incident) can represent|a
significant risk for the users and for the wideoramy.

Do you agree with the analysis of potential risksatfinancial stability arising from
GSC arrangements? What other relevant risks shouldegulators consider?

risk in the economic activities: replacing a FIAUrency with a GSC as mean of
payments can represent a relevant risk for mershamd users in case GSC wil
become no more recognized as valid instrumentébt cepayment in the different
jurisdictions. So, the smooth functioning of paymsystems might be affected by
issues coming from a GSC;
in case GSCs are adopted as widespread mean okeptsyrany disruption or delays
to payments could create additional financial s$ithxisks. Hence, regulators mus|
guarantee safety, efficiency and integrity of pagtngystems. Strict scrutiny of
governance process and operational strength of G&@sstructure will be needed,
Stable coin/Global stable coin arrangements areagd to meet the same criteria
and requirements as traditional payment systemgn@at schemes or providers g
payment services (i.e. same activities, same rigksie regulations), to ensure they
are appropriately designed and operate in accoedaitb public policy objectives.
The Stable coin / Global stable coin agreementsildhmeet the requirements of
traditional payment systems with consequent apjbicaof the reference sectoy
regulations; it should be also clarified whether pinovisions on electronic money are
applicable to GSC;
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risks connected to AML/TF: we deem that a compliamboarding phase for user|
and the possibility to trace transactions e2e nbest clear requirement for an
stablecoin and even more so for any GSC,;

challenges to developed and to emerging economies:

- in advanced economies a big shift from FIAT curresdo GSCs as a store @
value seems unlikely as, thanks to a broad usaribg services, retail customer
are already able to make payments efficiently arallemited cost, especially for
EU/SEPA Area;

- in emerging economies GSCs could represent a strongpetitor for domestic
FIAT currencies (especially if they are quite vidéatand/or when there is a higk
inflation rate in their relevant country) as stafevalue and, in countries with
limited distribution of financial services, theyutd quickly emerge as successf
means of payments. In these countries monetaryoatiés may face big

difficulties to transmit their policies (on domestinterest rates and credit

conditions) and limit the use of foreign currenc@sthey currently do with FIAT
“hard currencies”. In addition, the success goabSC in emerging countries
might represent the first step for a consolidatemd further expansion in
developed economies;
5. risks for banks acting as custodians/trusteesseirve assets should GSCs emer
as a successful store of value: to limit liquidityedit and market risks related to
possible “liquidation run”, we consider the role @mistodian more appropriate i
performed by central banks and/or international $Much institutions are in fac
more able to strictly control the value of GSCsintulation in respect to underlying
reserve assets. Significant success of GSCs asdtealue could jeopardize the rol
of banks and financial intermediaries as collecfaretail deposits and consequent
increase bank dependence on more costly and wofatiirces of funding, including
wholesale funding. Furthermore, massive purchadesafe assets as stableco

reserves could cause a shortage of high-qualiydigssets (HQLA) in some markets,

potentially affecting financial stability and redog bank profitability, leading
financial intermediaries to take on more risky #&s®e contract lending to the rea
economy;
6. finally, in addition to the risks related to finaakcstability, Regulators have tg

consider that GSCs, regardless of size, posedd iliks related to: governance, AML

and terrorist financing, cyber security and operal resilience, data privacy an
consumer protection, market integrity and legataiety.

Do you agree with the analysis of the vulnerabiligs arising from various
stablecoin functions and activities (see Annex 2)®hat, if any, amendments or
alterations would you propose?

GSCs could potentially cause a shift in the virtasket ecosystem and haye

implications for money laundering and terrorisafeing risks. FATF confirmed tha
its standards clearly apply to so-called stablasand that no further amendments
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the standards are required at this time. Howehés it a rapidly evolving area and

t

is essential to continue to closely monitor the WHtisks of so-called stable coins,
including anonymous peer-to-peer transactions wvidosted wallets (sources

“Outcomes FATF Virtual Plenary, 24 June 2020").#acoins have the potential t
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be mis-used by criminals and terrorists for monayntering/terrorist financing
purposes, particularly if stable coins were to lessaadopted on a global scale (elg.
where they are sponsored by large technology, delewunications or financial
firms).

Do you have comments on the potential regulatory dhorities and tools and
international standards applicable to GSC activities presented in Annex 2?

=

We consider it would be very hard to guarantee radgenous regulatory approac
across the different jurisdictions, so a regulatarlgitrage is a significant risk tg
consider. Anyway, we do believe that the only wayimit risks posed by GSC is a
strong coordination among Regulators from differemisdictions. With regard to
payment systems, it would be important to have ghme common regulatory
standards for different countries. The same stalsdaregulations (e.g. transparency,
psd2) should apply regardless of whether they refgpayments with traditional
currencies or cryptocurrencies. We believe thaesstandards and regulations should
be valid across countries for similar financiavsegs products in order to respect the
principle “same business, same risks, same rukegjreater involvement by the
Regulators of large commercial banks with an iraéomal presence would be
suitable.

Do you agree with the characterisation of cross-baler issues arising from GSC
arrangements?

A homogenous regulatory approach across the difgueisdictions could be hard tc
guarantee, therefore a regulatory arbitrage igrafgiant risk to consider. Hence, we
believe that the only way to limit risks posed b$Gis a strong coordination among
Regulators belonging to different jurisdictions.

Are the proposed recommendations appropriate and pportionate with the
risks? Do they promote financial stability, market integrity, and consumer
protection without overly constraining beneficial financial and technological
innovation?

GSCs mainly operate as means of payments for meftie purposes and, mor
extensively, as an asset class. In both caseghéoconstruction of a global ang
reliable market, underpinned by blockchain techgglbased on cryptocurrencies,
is necessary to introduce efficient elements oftrebrsupported by technology
Aspects connected to the certainty of trade, sigultegality, stability of value and
for the market must be carefully monitored by testbgy, which should be at the
service of the user/market, by:
1. avoiding, if any, possibility of abuse by linm¢j the room for maneuver and the
degrees of freedom where necessary;

2. preparing adequate tools to protect againstkstésecurity);
3. ensuring compliance with the rules of the market

In such scenarios, technology could even be mopeitant, and its role might even
be more central in the development of servicegratgns and infrastructures.
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10.Do you think that the recommendations would be appopriate for stablecoins

11.Are there additional recommendations that should be included or

12. Are there cost-benefit considerations that can andhould be addressed at this

a. Are domestic regulatory, supervisory and oversig$ues appropriately
identified?

b. Are cross-border regulatory, supervisory and ogétsssues appropriately
identified?

c. Do the recommendations adequately anticipate adickasl potential
developments and future innovation in this sector?

predominately used for wholesale purposes and othéypes of crypto-assets?

As by definition GSC may be used globally, we sfjignsuggest modifying the
wording in order to clarify thatGSC must abide by any regulatory, supervisory and
oversight requirements of any jurisdictianwill be used before commencing any
operations in that jurisdiction

recommendations that should be removed?

stage?
The use of a GSC as mean of payments or otherdigaarctivity does not necessary
create efficiency or innovation. In this businessaathere are in place consolidated
and efficient infrastructures all over the worléitltan grant trust and reliability for
the users under the authorities’ supervision. lE®t the case neither for a stablecain
nor for a crypto asset. A GSC in a permissionedreninent under a regulated actio
space only introduce new technology issues forigalith today business needs that
in some cases add value (especially for busineds sopported by central
infrastructures, ex. Trade finance) and in othersak.

We fully support innovation and digitalization, buwe must take into consideration
also economic sustainability, efficiency of solasocurrently in place for satisfying
customer needs and the investments done (hugenme sases, at industry level).
Before adopting a new solution, a complete cosebeanalysis shall be performed.
Depending on the economic context, there are difitercosts and benefits. In
developing economies, the greatest benefit couldif@ncial inclusion, while in

advanced economies, where the level of bank cuyrdiffusion is highly ramified,

the greatest benefit could be the efficiency ofssrborder payments. Given th
potential for stable coin diffusion between econesrthat may have different macr
and micro contexts, GSCs arrangements should h#ated and supervised throug
an International framework, reducing disparitiesN@a®n States, regulation arbitrag
and avoiding duplication in authorization processes
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International Relations
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Executive summary

So-called “stablecoins”, like other crypto-asskhts/e the potential to enhance the efficiency of
the provision of financial services, but may alengrate risks to financial stability, if they are
adopted at a significant scale. While such findnstiability risks are currently limited by the
relatively small scale of these arrangements,abisgd change in the future. Stablecoins are an
attempt to address the high volatility of “traditad” crypto-assets by tying the stablecoin’s
value to one or more other assets, such as somereigencies. They have the potential to bring
efficiencies to payments (including cross-bordgmpants), and to promote financial inclusion.
If widely adopted, however, a stablecoin could eesystemically important in and across
one or many jurisdictions, including as a paymentsastructure. Ensuring the appropriate
regulatory approach within jurisdictions and intgranally will therefore be important.

Against this background, the G20 mandated the RSIBime 2019 to examine regulatory issues
raised by "global stablecoin” arrangements (GS@sl)ta advise on multilateral responses as
appropriate, taking into account the perspectiveEMDESs. In February 2020, the G20
reiterated the importance of evaluating and apjeitgly addressing the risks of GSC
arrangements before they commence operation armbged the FSB’s efforts to develop
regulatory recommendations with respect to thesegements.

In response to these requests, this consultativeurdent proposes 10 high-level
recommendations that are addressed to authoritjgsigdictional level to advance consistent
and effective regulation and supervision of GS@ragements. This document also highlights
key international financial regulatory standardsnirBCBS, FATF, CPMI and I0SCO that
could apply to GSCs. These recommendations focugancial regulatory and supervisory
issues relating to privately-issued GSCs predoraeipahtended for retail use. Wider issues
such as monetary policy, monetary sovereignty, ety substitution, data privacy,
competition, and taxation issues are beyond scope.

Through a stocktake of a broad mix of jurisdictiotiee FSB finds that existing regulatory,
supervisory and oversight regimes generally applywhole or in part to stablecoin
arrangements and address at least some of thethelsgenerate. Regulatory coverage is
reported to be less comprehensive in many EMDEs.

The activities associated with GSCs and the ribky tmay pose can span across banking,
payments, and securities/investment regulatorymegiboth within jurisdictions and across
borders. These potential risks may change over, tand so challenge the effectiveness of
existing regulatory, supervisory and oversight apphes. GSCs also introduce specific
vulnerabilities. For example, depending on thedactd circumstances, the decentralised nature
of GSC arrangements could pose governance chafiergiabilisation mechanisms and
redemption arrangements could pose market, ligyidiid credit risks; and, the infrastructure
X



and technology used for recording transactions, aswssing, transferring and exchanging
coins could pose operational and cyber-securiiggris

Authorities expect stablecoin arrangements to adtteall applicable regulatory standards and
address risks to financial stability before commegoperation, and to construct systems and
products that can adapt to new regulatory requinesnags necessary. Authorities agree on the
need to apply supervisory and oversight capalsldied practices under the “same business,
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same risk, same rules” principle to address thergmg business models and technologies
employed by a GSC and other crypto-assets. In gonsglictions, however, the bundling of
different attributes of a GSC could mean that flatfea GSC’s functions fit within regulatory
frameworks designed to apply by sector, such tkiatieg approaches might need clarification,
adjustment, or new regulation. In addition, a G2Qla potentially substitute for domestic
currencies, particularly in some EMDEs with volatilomestic currencies.

The performance of some functions of a GSC arraegémay have important impacts across
borders. This requires authorities to take a holispproach to regulation, supervision and
oversight, and close international cooperationiaf@mation sharing.

Relevant authorities should, where necessary fgleggulatory powers and address potential
gaps in their domestic frameworks to adequatelyes$drisks posed by GSCs. This is critical
to achieving common regulatory outcomes acrossdigiions and reducing opportunities for
cross-sectoral and cross-border regulatory arl@tragd enabling appropriate regulation and
supervision of GSC arrangements as a whole.

To assist the authorities in developing a robugtllsgory and supervisory response towards
GSCs, this document:

(1) maps the vulnerabilities arising from various stabin functions and activities
against the relevant regulatory authorities, taold international standards (Annex
2);

(i) analyses potential risks to financial stabilitysarg from stablecoin arrangements
(Section 2); and

(i)  outlines 10 high-level recommendations to advanoasistent and effective
regulation, supervision and oversight of GSC areamgnts as well as effective
cross-border cooperation and information sharireg{isn 5).

These recommendations are motivated by GSCs predothy intended for retail purposes that
may pose financial stability risks, but could adgaply to stablecoins or other crypto-assets that
pose similar risks. The recommendations seek toeaddhe particular governance challenges
of a GSC arrangement. They call for regulationgsugion and oversight that is proportionate
to the risks, and stress the need for flexiblecieifit, inclusive, and multi-sectoral cross-border
cooperation, coordination, and information sharamgangements that take into account the
evolution of GSC arrangements and the risks they poae over time.

The FSB invites comments on the consultative dociiog 15 July 2020 and will issue a final
report in October 2020.



10. Authorities should ensure that GSC arrangementst rakkeapplicable regulator

FSB High-Level recommendations to address the regatiory, supervisory and
oversight challenges raised by GSCs arrangements

. Authorities should have and utilise the necessawegrs and tools, and adequ
resources, to comprehensively regulate, superargpversee a GSC arrangement
its multi-functional activities, and enforce reletdaws and regulations effectively.

. Authorities should apply regulatory requirement&t®C arrangements on a functig
basis and proportionate to their risks.
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. Authorities should ensure that there is comprelvensegulation, supervision and

oversight of the GSC arrangement across borderssantbrs. Authorities shou
cooperate and coordinate with each other, both dboadly and internationally, t
foster efficient and effective communication anehsdtation in order to support ea
other in fulfilling their respective mandates anddcilitate comprehensive regulati
supervision, and oversight of a GSC arrangemewsadrorders and sectors.

. Authorities should ensure that GSC arrangement® havplace a comprehens
governance framework with a clear allocation ofcartability for the functions an
activities within the GSC arrangement.

. Authorities should ensure that GSC arrangement® lefective risk manageme
frameworks in place especially with regard to resemanagement, operatio
resiliency, cyber security safeguards and AML/CFdasures, as well as ‘fit and prog
requirements.

. Authorities should ensure that GSC arrangementg maplace robust systems
safeguarding, collecting, storing and managing.data
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. Authorities should ensure that GSC arrangements reppropriate recovery and

resolution plans.

. Authorities should ensure that GSC arrangementwigeoto users and relevg
stakeholders comprehensive and transparent infamatecessary to understand
functioning of the GSC arrangement, including witkspect to its stabilisati
mechanism.

. Authorities should ensure that GSC arrangementgigedegal clarity to users on t
nature and enforceability of any redemption rigintd the process for redemption, wh
applicable.

supervisory and oversight requirements of a pdergurisdiction before commenci
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any operations in that jurisdiction, and constgystems and products that can adapt to

new regulatory requirements as necessary.




Glossary!

Algorithm-based stablecoins

A stablecoin that purports to maintain a stablei@alia protocols that provide for the increase
or decrease of the supply of the stablecoins ipaese to changes in demand.

Asset-linked stablecoin

A stablecoin that purports to maintain a stableigdly referencing real or financial assets or
other crypto-assets.

Crypto-asset

A type of private digital asset that depends pritpan cryptography and distributed ledger or
similar technology.

Digital asset

A digital representation of value which can be ugdgayment or investment purposes. This
does not include digital representations of fiatencies.

Global stablecoin (GSC)

A stablecoin with a potential reach and adoptiass multiple jurisdictions and the potential
to achieve substantial volume.

Stablecoin (or coin)

A crypto-asset that aims to maintain a stable vadlaive to a specified asset, or a pool or
basket of assets.

Stablecoin arrangement

An arrangement that combines a range of functiamsl (he related specific activities) to
provide an instrument that purports to be used ansief payment and/or store of value. When
discussing a stablecoin arrangement, referencade no:

* Activity

Typical activities in a stablecoin arrangement &ijeestablishing rules governing the
stablecoin arrangement; (ii) issuing, creating éestroying stablecoins; (iii) managing
reserve assets; (iv) providing custody/trust sewior reserve assets; (v) operating the
infrastructure; (vi) validating transactions; (vsforing the private keys providing
access to stablecoins (wallet); and (viii) exchaggitrading, reselling, and market
making of stablecoins.

1 The glossary is for the purposes of this docuraadtdoes not replace other existing taxonomies.
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» Function

Functions in a stablecoin arrangement are: (i) goug the arrangement; (ii) issuance,
redemption and stabilisation of the value of cois) transfer of coins; and (iv)
interaction with users for storing and exchangioms.

» Governance body

A body responsible for establishing the rules gowey the stablecoin arrangement
which would cover, among other issues, the typemntifies that could be involved in

the arrangement, the protocol for validating tratisas, and the manner in which the
value of the stablecoin is “stabilised”.

* Provider of function/activity
An entity that provides a particular function otieity associated with that function in
a stablecoin arrangement

» User

A person or entity that uses a stablecoin as a snelgpayment or store of value.

+ Validator node
An entity on a network which validates transactidnghe context of distributed ledger
technology, a node will commit transaction bloak$ite ledger once they are validated.
« Wallet

An application or device for storing the private/&groviding access to stablecoins



Introduction

So-called “stablecoins” are a type of crypto-assemore broadly, digital asséStablecoins
may be used for different purposes. Some stablquajects have the ambition to facilitate
payments, especially cross-border retail paymewitsch have remained relatively slow and
expensiveA stablecoin, particularly if linked to a fiat cericy or a basket of currencies, may
become a widely used store of value. The use tiestains could also evolve over time,
particularly so that a stablecoin initially internld® be used as means of payment could also be
increasingly used as a store of value.

While the introduction of so-called GSCs has theeptal to contribute to developing new
global payment arrangements they could presentsa & challenges to the regulatory,
supervisory, oversight and enforcement authorifiéss is because such instruments may have
the potential to pose systemic risks to the finansystem and significant risks to the real
economy, including through the substitution of dstisecurrencies. Risks may relate to (i)
challenges for financial stability; (ii) consumardainvestor protection; (iii) data privacy and
protection; (iv) financial integrity, including cqgshance with rules governing anti-money
laundering and countering the financing of termariand proliferation (AML/CFT); (v) tax
evasion; (vi) fair competition and anti-trust petiqvii) market integrity; (viii) sound and
efficient governance; (ix) cyber security and otbperational risks; (x) the safety, efficiency
and integrity of financial market infrastructureSMls) (e.g. payment systems); and (xi)
resolution and recovery consideratidriso existing, operational stablecoins or other twyp
assets currently appear to have reached a scabmtlid pose financial stability risks. However,
existing stablecoins or those at the developmetdsting stage could potentially scale quickly
if such stablecoins were offered to and used bgrgel existing customer base, though the
factors and conditions that could drive such paanmhass adoption may require further
analysis.

Against this backdrop, the G20 mandated the FSBiire 2019 to examine regulatory issues
raised by GSCs and to advise on multilateral resporas needed, taking into account the
perspective of EMDEs. In line with the G20 mand#tés consultative document:

1. describes GSCs and how they may differ from othgrto-assets and other
stablecoins (Section 1);

2. identifies the potential risks raised by GSCs (fbac2);

3. considers existing regulatory, supervisory and sigét approaches to GSCs and
identifies issues that regulators, supervisors @avefseers may need to address
(Section 3);

2 This consultative document refers to stablecoms @ategory of crypto-assets rather than usindtbader reference to
digital assets. The reference to crypto-assetschvasen for consistency with the FSB’s prior pubiarag.

3 For a high-level overview of the risks posed ab#tcoins, see the October 2019 G7 Report, “Invatitig the impact of
global stablecoins https://www.bis.org/cpmi/publ/d187.pdf
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4. considers the specific challenges arising in asshmsder context, including the
need for cross-border cooperation and coording&ection 4); and

5. proposes high-level recommendations for regulagugervisory and oversight
responses, including the need for multilateralomgi(Section 5).

The focus of this consultative document is on feiahregulatory, supervisory and oversight
issues relating to privately-issued GSCs primardgd for retail purposes, as defined in Section
1 but it may also be relevant for other types @bkdcoin or crypto-asset arrangements,
including wholesale stablecoins. The document drawshe analysis undertaken within the
FSB of potential financial stability risks and oncamprehensive survey of regulatory,
supervisory and oversight approaches to stablecmimsngst FSB members and non-FSB
members represented on FSB Regional Consultativagsr(RCGs).

In line with the mandate of the FSB, the documeoésdnot address the data privacy,
competition, and taxation issues related to GSC® Wider monetary policy, monetary
sovereignty and currency substitution questiorsjsbue of public versus private provision of
digital money and payment services and issuesktatcentral bank digital currencies are also
outside the scope of the analysis.

Along with the work done by the FSB, the G20 astteIMF to consider the macroeconomic
implications including monetary sovereignty issuesIMF member countries, taking into
account country characteristics, and the Finan&@lon Task Force (FATF) to consider
AML/CFT issues. This consultative document will diotus on AML/CFT considerations to
avoid duplication of the work the FATF is leadifidhe FSB has been working closely with the
IMF, the FATF as well as the other standard-setbndies (SSBs) to ensure that the work
underway is coordinated and mutually supportivee F8B, the Committee on Payments and
Market Infrastructures (CPMI), the FATF, and théemational Organization of Securities
Commissions (I0OSCO), among others, are also mangonarket developments on an ongoing
basis.

1. Characteristics of global stablecoins

The termstablecoincommonly refers to a crypto-asset that aims tontaai a stable value
relative to a specified asset, or a pool or basketssets. In turn, the value of these assets
typically determines or affects the market valua atablecoin. A stablecoin may also employ
algorithmic or other means to stabilise or impecmarket value by, for example, automatically
adjusting its supply in response to changes in deima

The term stablecoin does not necessarily denotistenat legal or regulatory classification.
Importantly, the use of the term “stablecoin” irstdocument is not intended to affirm or imply
that its value is in practice necessarily stgbRather, the term is used here to ensure

4In fact, alternative terms such as private asskedl tokens may characterise more accuratelyatienical nature of such
instruments
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consistency, as the term stablecoin is commonlyl@yed by market participants. Similarly,
the attributeglobal refers to a stablecoin with a potential reach ashmption across multiple
jurisdictions and the potential to achieve subs&hmolume, thus posing financial stability
risks, rather than a specific legal or regulatagaept.

In the absence of a universally agreed, precigaitieh of stablecoin, it is important to identify
the characteristics that may distinguish a GSC father crypto-assets and other stablecoins,
and the materiality of such distinctions. This gethighlights three such characteristics. The
first two (the existence of a stabilisation meckamniand a specific combination of multiple
functions and activities) distinguish stablecoiment other crypto-assets. The third, the
potential reach and adoption across multiple juctszhs, differentiates GSCs from other
stablecoins.

1.1. Stabilisation mechanism

A stablecoin arrangement seeks to stabilise theevaf the stablecoin through the use of a
stabilisation mechanism. Stablecoin designs cugreaflect two broad types of stabilisation
mechanisms: asset-linked and algorithmic, with sap@oaches being a hybrid of the two:

. Asset-linked stablecoins purport to maintain a lstafalue by referencing real or
financial assets or other crypto-assets. For exammpany stablecoins attempt to
achieve stability through a “peg” to a single fatrrency® The mechanism by
which the stablecoin’s value is maintained in elato the referenced asset may
vary and includes the use of creation and redemgtioictures, arbitrage, and direct
rights to receive underlying reserve assets. Dapgnuh the structure, stablecoin
holders may or may not have a redemption rightresjdhe issuer or direct claim
on the reserve assets. Reserve assets may or mag aailable to be used in case
of a redemption request and may or may not befrefit consumer and investor
protection arrangements or other guaranty schefwsstionally, there may not be
any assets in reserve if the stablecoin merelyertes another asset as a peg.

. Algorithm-based stablecoins attempt to maintaitiadle value via protocols that
provide for the increase or decrease of the sugiplige stablecoins in response to
changes in demand. While the amount to be increasddcreased may be based
on an algorithm, the actual issuance or destructiag not be automatic.

1.2. Combination of multiple functions and activities

To be useable as a means of payment and/or steedu, a stablecoin arrangement typically
provides three core functions

5 Other examples anchor to a mix of currencies,abioation of currencies and government bonds, amdnoodities, like
gold.

6 G7 (2019)https://www.bis.org/cpmi/publ/d187.pdf




(1) iIssuance, redemption and stabilisation of the vafuibe coins;
(i) transfer of coins;

(i)  interaction with coin users for storing and exchaggoins.

Considering these functions, stablecoins could eslianctional similarities with payment
systems or financial services or products, sucdegmsit liabilities or securities (including
collective investment schemes), and therefore bgesuto the same risks. However, they may
also pose new risks, depending on the design dftdi®ecoin arrangement.

Each of these functions involves a number of ctuestit activities. For instance, the issuance,
redemption and stabilisation of the value of th@sdypically involves creating and destroying
coins, as well as managing the corresponding resessets and providing custody/trust services
for those assets. The transfer of coins typicaibaiés the operation of a suitable infrastructure
and a mechanism for validating transactions. Tteaction with users typically occurs through
devices or applications that operate as “walletdiich store the private keys providing access
to stablecoins, as well as applications that enthl@eexchange of coins against fiat currencies
or other crypto-assets. Considering this ranget¥ities performed, atablecoin arrangement

is generally understood as an arrangement compokéddferent, interrelated functions and
activities that can be provided by one or sevartties.

The operating model employed may differ considgralaross stablecoin arrangements (see
Annex 1 for examples). The core system is typicalbook of records that registers ownership
of coins and changes therein. This is typicallp@ed ledger, which operates in a decentralised
way, for example by using distributed ledger te¢bgy (DLT). Based on the design,
transactions can be processed without the need fausted third party. Depending on the
operating model, one or more entities may perfdrendctivities, or design protocols or codes
to perform them. Moreover, other variants and wayserform the activities are emerging. In
particular, technological innovation, such as depslents in DLT, may enable the increased
use of decentralised processes. Table 1 summansestylised manner, how the core functions
of a stablecoin arrangement relate to activities@erational design elements.



Table 1: Functions and activities in a stablecoinreangement

Functions

Activities

Operational design elements

Governance of
the arrangement

Establishing
rules governing
the stablecoin
arrangement

The rules covering, among other issues, the typeatiies that could
be involved in the arrangement, the protocol fdideding
transactions, the mechanism for stabilising theealf the stablecoin,
and the arrangements for the management and ovipefstie reserve
assets. Generally, a governance body is essemtiastablecoin
arrangement and also may have a role in promotihgr@nce to
common rules across the stablecoin arrangement.

Issuance,
redemption and
stabilisation of
value of coins

Issuing, creating
and destroying
stablecoins

The mechanism through which stablecoins may bedssu created,
and subsequently destroyed by one or more entitissftware
protocols designed by these entities.

Managing
reserve assets

The activity of managing the assets that are “bagkihe value of a
stablecoin, where a stablecoin fully or partiallgintains its value or
confidence in its value based on real or finanasslets or other
cryptoassets. This may involve buying and sellisgpts based on an
investment policy. The activity may also be undeztaby using
software protocols that adjust the compositiorhefieserve through
smart contracts and algorithmic decision-making.

Providing
custody/trust
services for
reserve assets

The activity of holding the assets that are “bagkitie value of a
stablecoin. The entity or entities issuing the letediin or other entities
may hold the reserve assets.

Transfer of

Operating the

A DLT protocol determining roles in and accesg#® $ystem. Access

coins infrastructure may be permissioned (access, including the aldityold and transfe
stablecoins, is controlled with defined access @) or
permissionless (anyone can access and transfstahlecoins peer-
topeer, directly to other wallets).
Validating Mechanism by which a transaction is authorisedatidated by
transactions validator nodes.
Interaction with | Storing the Cryptographic wallets storing private and publigkevhich are used

users

private keys
providing acces
to stablecoins

to digitally sign transaction instructions perfohigy the stablecoin
arrangement. Wallets can be custodial, where d ffarty operates th
wallet and holds the private keys on behalf ofukers, or

1%

(wallet) noncustodial, where the users hold the private Hagstly. Multiple
different parties can develop wallets, based ogt afsspecifications
provided by the stablecoin arrangement.

Exchanging, The activity of purchasing/exchanging a stableeuith fiat currencies

trading, or a stablecoin with other stablecoins or crypteets

reselling, and
market making
of stablecoins
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1.3. Potential reach and adoption across multiple jurisections

As with many financial services that utilise thdemmet, the technological infrastructure
underlying stablecoin arrangements is not limitedits geographic scope. If a stablecoin
arrangement combines such infrastructure with featthat may be attractive to a broad range
of users across multiple jurisdictions, its usesdoanay rapidly grow, i.e. it may become a GSC.

A potential reach and adoption across multiplesgidgtions and the potential to achieve
substantial volume would differentiate a GSC fratfmeo stablecoins. A framework to identify

a GSC arrangement could seek to measure the glgdtaimic importance that the arrangement
4could pose_(Annex 5 presents potential elememtiscbuld be used to determine whether a
stablecoin qualifies as a GSC). The criteria tedmsidered in determining a GSC should take
into account the potential extent of the stablesaise as a means of payment or store of value
in multiple jurisdictions.

Individual jurisdictions on their own may not bd@ato adequately monitor stablecoin adoption
and materiality of risks. For example, a stable¢bat may not pose systemic risk in any one
jurisdiction may nonetheless pose such risk glgbdllit has a presence across many
jurisdictions and therefore has a high linkageh® global financial system. This may create a
case for monitoring of stablecoin use at the glddz!.

2. Risks and vulnerabilities raised by global stabledos

Financial stability risks from the current use tdldecoins are currently contained. This is
largely due to the relatively small scale of thasangements. However, the use of stablecoins
as a means of payment or a store of value mighifgigntly increase in the future, possibly
across multiple jurisdictions. In addition, the fdient activities within a stablecoin
arrangement, in particular those related to mampgfire reserve assets, may considerably
increase linkages to the existing financial syst8och developments could change the current
assessment.

Understanding how stablecoins, particularly GSCay roreate risks to financial stability is
necessary to support effective regulation, supenviand oversight. To this end, this section
first sets out the channels through which the Us&®8Cs may adversely affect financial
stability. The second part of the section discuss®g the specific activities performed by a
GSC arrangement, and their interaction, may affdatse channels. Linking these
activityspecific risks to the financial stabilityttomes provides the basis for considering which
functions and activities of a GSC arrangement magrant particular attention by regulators,
supervisors and oversight authorities.

2.1.Potential risks to financial stability from a GSC

GSCs could pose financial stability risks througims key channels:

11



First, if a GSC were used as a common store ofeyauen a moderate variation in its value
might cause significant fluctuations in users’ wiealSuch wealth effects may be sizeable
enough to affect spending decisions and econonivitgic Wealth effects may be particularly
pronounced in EMDEs where the likelihood of GSCedpeing a mainstream store of value
may be higher than in advanced economies (AE).

Second, if widely used for payments, any operatidisauption in the GSC arrangement might
have significant impacts on economic activity amaicial system functioning. If users relied
upon a stablecoin to make regular payments, sagmfioperational disruptions could quickly
affect real economic activity, e.g. by blocking rdemces and other payments. Large-scale
flows of funds into or out of the GSC could tes #bility of the supporting infrastructure to
handle high transaction volumes and the financorgltions of the wider financial system.

Third, exposures of financial institutions mightciease in scale and change in nature —
particularly if financial institutions played muyste roles within a GSC arrangement (for
example as resellers, wallet providers, managecsistodians/trustees of reserve assets). This
may be a source of market, credit and operatiosied to those institutions.

In addition, the large-scale use of GSCs might niggonfidence effects. A greater sensitivity
to confidence effects could also reflect the extdrthe use of a GSC as a store of value and/or
means of payment. Moreover, closer linkages tanfira institutions might also expose a GSC
to adverse confidence effects, such as when adialamstitution that acts as reseller/market
maker of the GSC arrangement comes under finadigtiess. The reverse may also be true -
the potential failure of a GSC might expose thariitial institutions involved in the GSC
arrangement to adverse confidence effects.

These channels may also interact. For exampleypmtisn to payments may cause further
decline in confidence, which in turn could promytier redemptions and decline in the GSC'’s
value, compounding wealth effects.

Macrofinancial risks may arise particularly if, ev@ne, households and businesses in some
economies (e.g. EMDES) come to hold substantidlqro of their wealth in GSCs, rather than
in local currencies. During periods of stress, letwadds in some countries might come to regard
GSCs as a safe store of value over existing fiaeogies and exacerbate destabilising capital
flows. Volatile capital flows can have a destaliseffect on exchange rates and on domestic
bank funding and intermediation.

The significance of these channels and their impadtnancial stability depend on how

widely and for what purpose a GSC is used, andvendinkages to the financial system
increase. For example, if a GSC were adopted ddespread means of payment, but not as a
store of value, its potential implications for fir@al stability may be narrower. If, however, a
GSC also became adopted as a significant storaloé by some of its users, other channels —
including those pertaining to confidence effeatseilinkages to financial institutions and
macroeconomic stability — may become more prominent
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2.2.Vulnerabilities arising from the functions and actwvities of a GSC arrangement

While the significance of the individual channelsadissed above depends on what a GSC is
used for and how widely it is used, the vulner&piif the GSC itself to shocks depends on how
the functions and activities of the GSC arrangenaeatdesigned and performed. A scenario
analysis conducted by the FSB identifies three nigies of vulnerabilities. This scenario
analysis focuses on asset-linked GSCs that hageseassets and where the user has the ability
to redeem the GSCs.

The first type of vulnerability relates to traditi@l financial risks — market, liquidity and credit
risk — in a GSC arrangement. Of key importancehis tegard is the choice and management
of the GSC reserve assets, particularly the degredich they could be liquidated at or close
to prevailing market prices. Otherwise, large-s&®C redemptions might result in “fire sales”
of reserve assets that could reduce the “stablefevaf the GSC relative to the reserve assets
absent secondary guarantees. Such loss of valle iogpair user confidence in the resilience
of the GSC arrangement as a payment mechanisrfinéimeial institutions and the markets in
which such assets were invested. Large-scale redmmpf GSCs might lead to large-scale
sales of other assets and stress transmitted &r Wundncial markets. Also, significant changes
in the composition of the reserve assets, in treeade of large-scale redemption of GSCs,
might trigger spillover effects to the wider finaacsystem.

The ability of GSC arrangements to sell reservetass large volume at (or close to) prevailing
market prices would depend on the duration, qudldguidity and concentration of the GSC'’s
reserve assets. The degree of transparency as tmttre, sufficiency and liquidity of these
reserve assets might also affect confidence ilGtBE.

Other design features of a GSC arrangement mayoafilsancial stability risks. For instance,
the withdrawal of liquidity provision by resellemsarket makers might cause a sharp reduction
in the liquidity of the GSC and dislocation in figce, which might in turn undermine user
confidence and prompt further redemption. Moreousers’ loss of confidence could be more
pronounced for GSCs which are not fully backeddserve assets.

A second type of vulnerability concerns potentralilities in the governance, operation and
design of the GSC arrangement’s infrastructureluding its ledger and the manner of
validating users’ ownership and transfer of coilbis vulnerability could crystallise for
example due to an operational incident at a custodr a compromised ledger resulting from
a design defect, a cyber incident, or a failurgaidator nodes. A lack of network capacity to
validate — and subsequent delays in processingge lalumes of transactions might amplify
users’ loss of confidence, and trigger further regigon requests

In the event of a disruption in the GSC arrangemamibiguity about rights and protection
afforded to users could amplify confidence effelctqarticular, if users do not have redemption
rights or a direct claim on the underlying assetsifidence could be undermined.

The degree of vulnerability would be impacted by dffectiveness of the GSC arrangement’s
governance and controls. The clarity of the roled r@sponsibilities of the GSC arrangement’s
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governance body — including in respect of setting anforcing the rules on establishing the
GSC'’s value and on the functioning of the infrastinoe — could affect users’ confidence.

The third vulnerability relates to the applicatiarsed components on which users rely to store
private keys and exchange coins. Such vulneradslitould crystallise due to an operational

incident at a wallet or exchange, for example. 3twpe of affected users might depend on the
market share of the associated provider, and theeddo which it, for example, serves users in

different jurisdictions.

The degree of vulnerability would depend on therati@enal resilience arrangements for wallets
and exchanges, including stand in and fall-backreyements that ensure continuity of service
to users, and of the continued liquidity of theaetary market for coins.

Table 2 summarises, in a stylised way, the aboyestyof vulnerabilities, their main
determinants, and the functions and activities d&3C arrangement that are particularly
relevant in this regard.

Table 2: Examples of vulnerabilities and related factions
and activities in a GSC arrangement (stylised
presentation)

Functions and activities primarily

Type of vulnerability Main determinants SerEeEG)

Financial exposures in the GSC| « Choice, composition and | ¢ Governing the GSC arrangement

arrangement, giving rise to management of the GSC | . |ssuing, creating and destroying
market, liquidity and credit reserve assets GSCs
risks. i Robustness of I|qU|d|ty . Managing reserve assets

provision by GSC «  Exchanging, trading, reselling
resellers/market makers and market making of

» Ability of actors in the GSC stablecoins
arrangement to employ

leverage
Weaknesses in the GSC * Reliability and resilience of ¢  Governing the GSC arrangement
infrastructure, giving rise to the GSC's ledger and «  Operating the infrastructure
operational risk (including validation mechanism, . Validating transactions
gyltaer risks) and risk of loss of |ncIud|_ng validator nodes | Providing custody/trust services
ata. » Capacity of network to for reserve assets

validate and process large
volumes of transactions

* Reliability of
custodians/trustees
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Vulnerabilities in those parts of | «  Effectiveness of governangee  Governing the GSC arrangement

the GSC arrangement on which in preventing fraud +  Storing of private keys providing
users rely to store, exchange anfle  Operational resilience access to GSCs

trade GSCs, including +  Clarity about the nature of | «  Exchanging, trading, reselling,
operational or fraud risk claims that users have and market making of GSCs

* Robustness of liquidity
provision by GSC
resellers/market makers

The interlinkages that exist between the variougtions and activities in a GSC arrangement
may add to vulnerabilities. For instance, a detagare in the validation process used for coin
transfers could undermine confidence in the paymetthanism, but also in the performance
of GSCs as a store of value and eventually of tI8C Grrangement as a whole. As a
consequence, the resilience of the arrangementeyasnd on the proper functioning of a range
of different activities and processes.

3. Existing regulatory, supervisory and oversight appoaches and
challenges

3.1.Findings from the FSB Stocktake

To take stock of existing regulatory, supervisayg oversight approaches, the FSB surveyed
FSB and RCG members. The survey included questioregirrent approaches with respect to
the regulatory classification of stablecoins arabkdcoin arrangements and activities, as well
as potential regulatory gaps (see Annex 3 for rdetails). A total of 51 jurisdictions completed
the survey, including 25 FSB and 26 RCG jurisditsio

The survey findings highlight that most jurisdicteodo not currently have regulatory regimes
specific to crypto-assets in general or stablecmiqmrticular. However, in most jurisdictions,
existing regulatory, supervisory and oversight apphes, while not specific to crypto-assets
or stablecoins, would apply in whole or part anduldcaddress some of the risks associated
with stablecoins or with entities that are parth@ stablecoin arrangement. The most common
approach is to identify the activity performed bgtablecoin arrangement and the participants
involved, and apply the relevant existing regulatior that activity or entity according to the
“same business, same risks, same ‘tydaaciple.

Most respondents note that stablecoins could besified under more than one regulatory
category, and that the classification could chagythe nature and use of a stablecoin evolves.
Which existing regulatory regime applies typicalgpends on the specific design features and
characteristics of a stablecoin or of the entitied are part of the stablecoin arrangement. The
application of existing regulatory regimes is ttiere subject to a case-by-case assessment. For
instance, whether a “stablecoin” qualifies as e-eyamay depend on the nature of the claim of
a stablecoin holder against the stablecoin issuigs assets. Stablecoins that do provide a claim
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may also fall under the definition of a collectimeestment scheme or deposit. A change in the
features of the stablecoin or the activities ofttablecoin arrangement over time may lead to
a change in the applicable regulatory and supenvisgime.

The extent to which existing regulations may beliadio the activities of GSC arrangements
differ by jurisdiction. Some survey responses iathcthat some jurisdictions may require
clarifications or new regulatory authorities tolyutapture GSC activities. Activities are often,
at least partly, covered by multiple relevant ragjohs in AEs, while some of the activities are
not covered by any regulations in EMDEs. In geneéha functions and activities that are most
frequently covered include the issuance and redempmif stablecoins; managing reserve
assets; providing custody/trust services for stabtereserve assets; exchanging and trading
stablecoins (including reselling to retail usensil atoring the private keys providing access to
stablecoins (wallets). The survey indicates thasglictions were less likely to regulate the
governance over the whole stablecoin arrangemiatpperation of the infrastructure of a
stablecoin arrangement and the validation of tretinwas.

The type of regulatory coverage of stablecoin @@t varies. Survey results indicate that many
jurisdictions have AML/CFT regulations that seemaoply more generally to stablecoin
activities. The results also indicate that fewetisgictions have other types of financial
regulation, such as market integrity, investor andsumer protection regulations, that may
apply to stablecoin activities like issuance, exgiiag and trading of stablecoins. See also the
table in Annex 2 on potential vulnerabilities anggifrom stablecoin activities and the regulatory
authorities and potential tools to address sucherabilities.

3.2.International standards that could apply to GSC armangements

Several international financial standards coulcepbally be applicable to the activities of a
stablecoin arrangement, including standards fodgmtial regulation as well as AML/CFT
regulation depending on the specific design of steblecoin arrangement and regulatory
regime of each jurisdiction. Standard-setting becdidBCBS, FATF, CPMI, and I0SCO — are
undertaking work to review whether and how existingernational standards can apply to
stablecoin arrangements.

Basel Committee on Banking Supervision (BCBS)

Banks could be subject to a range of direct andrantl exposure channels in a GSC
arrangement, including as an issuer, investor,dencustodian / wallet provider and market
maker of stablecoins. Such exposures would in i@de subject to prudential capital and
liquidity requirements.

However, the current Basel framework does not $pelbe prudential treatment for banks’
exposures to crypto-assets at large or crypto-saskat make use of stabilisation tools. The
BCBS is considering the appropriateness of a glphalential standard and other approaches.
The BCBS issued a discussion paper that outlirse$ @f general principles and considerations
to guide the design of a prudential treatment okbaexposures to crypto-assets, including an
illustrative example of potential capital and liditly requirements for exposures to high-risk
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crypto-assets. The BCBS is continuing to assesaftpeopriate prudential treatment for such
types of crypto-assets, and will consult on anycijgemeasures.

Banks having a role in a GSC arrangement could uigest to cyber, fraud, and other

operational risks as well as legal, third-party anglementation risks. The BCBS Principles

for the Sound Management of Operational Risk shbelgp address those risks by calling a
strong control environment, appropriate internaltoals and business resilience and continuity
plans®

Moreover, as noted in the March 2019 BCBS stateroerarypto-assets, one of the first steps
in analysing the impact of crypto-assets on bankistitutions is to assess the permissibility of
a banking institution to engage in such activity.

Financial Action Task Force (FATF)

The FATF, as the global standard setter for AML/CB@t out in June 2019 how the FATF
standards should apply to virtual asset activiteesl Virtual Asset Service Providers
(VASPs)1%11t set out recommendations that require countitesssess and mitigate the
money laundering and terrorist financing risks atgged with virtual asset activities and
VASPs; license or register such providers; subjeem to supervision or monitoring; and
require that they implement all of the AML/CFT peedive measures under the FATF
recommendations just like other financial instidas, including customer due diligence,
record-keeping, suspicious transaction reporting, screening all transactions for compliance
with sanctions.

In October 2019, the FATF clarified that both glbtstablecoins” and their service providers
would be subject to the FATF standards either dsialiassets and VASPs or as traditional
financial assets and their service providers, hatigtablecoins should “never be outside of the
scope of anti-money laundering controfg.Accordingly, the FATF has made clear that
countries should effectively implement the FATHslards as part of their domestic regulatory
and supervisory regimes for virtual assets, incigditablecoins and VASPs.

The FATF is currently reviewing the money laundgriiML) and terrorism financing (TF) risks
associated with stablecoins and other virtual assed whether these are adequately mitigated.

7 Seewww.bis.org/bcbs/publ/d490.pdf.

8 Seewww.bis.org/publ/bcbs195.pdf.

9 Seewww.bis.org/publ/bcbs_nl21.htm.

10 On 21 June 2019, the FATF issued an Interprétte to Recommendation 15 on New Technologies (INiRtHat clarifies
the FATF’s previous amendments to the internati®iahdards relating to virtual assets and deschibescountries and
obliged entities must comply with the relevant FAREcommendations to prevent the misuse of virtusdtagor money
laundering and terrorist financing and the finagaif proliferation.

11 The terms “virtual asset” and “virtual asset sa\provider” are used by FATF according to therdgdns available at
http://www.fatf-gafi.org/glossary/u-z/

12 FATF, October 2019, https://www.fatf-gafi.org/publications/fatfgenemd/cuments/statement-virtual-assets-
globalstablecoins.html
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The particular ML/TF risk associated with stablesoivould be amplified by any potential for
mass adoption, but a large part of these risksdcbel mitigated when the stablecoins are
intermediated by either financial institutions 0ASPs that are effectively regulated and
supervised in a manner consistent with the FATRdgteds. There may be material residual
risks if the stablecoin enables large-scale anomgrmeer-to-peer transactions without an
intermediary, where additional clarifications magy/eeded. The FATF will undertake further
work to review the business models of stablecandéntify any gaps and significant residual
risks, to consider further clarifications on how tPATF standards apply to global “stablecoins”
and their service providers, as well as whethegh&rrupdates are necessary, and report on this
to the G20 in July 2020.

Committee on Payments and Market I nfrastructures (CPMI) and I nternational
Organization of Securities Commissions (IOSCO)

The CPMIland IOSCO have carried out a preliminary analysistiee application of the
Principles for Financial Market Infrastructures [ stablecoin arrangements and their
activities. The PFMI include 24 high-level prinagl applicable to systemically important
FMIs. Principles include the existence of a welkkided legal basis, clear governance
promoting safe and efficiency and supporting siiybdf the broader financial system, risks
management, and operational resilience. Respoitgibibf the PFMI provides the framework
for cooperation among central banks, market regtdaaind other authorities for promoting the
safety and efficiency of systemically important EMI

In this preliminary analysis, the CPMI-IOSCO eststied that the PFMI apply to systemically
important stablecoin arrangements that performesysially important payment system
functions'® or other financial market infrastructure (FMI) fiions that are systemically
important. To the extent that systemically impotrt&tablecoin arrangements perform additional
functions not covered by the PFMI, they will be jgabto relevant standards for those functions
in addition to the PFMI.

The CPMI-IOSCO considered that, while it may bellelnging for systemically important
stablecoin arrangements, in particular for thoaedhe partly or highly decentralised, to comply
with the standards of the PFMI, systemically impottstablecoin arrangements need to adapt
to comply with them. In this regard, CPMI-IOSCQ@ansidering the need for some clarification
or interpretation to help explain how systemicahyportant stablecoin arrangements may
comply with the PFMI, but such clarification orenpretation would not change the underlying
principles that apply to systemically importantsdégoin arrangements. Further work will now
be required by CPMI-IOSCO to supplement this priglary analysis before a definitive
statement on applicability of each of the individB&MI principles to stablecoin arrangements
can be made.

13 The PFMI note that a payment system is “...a satsifuments, procedures, and rules for the tramgfeunds between or
among participants; the system includes the ppéits and the entity operating the arrangemeng”iitruments could
potentially be the tokens issued by a stablecaines the procedures could be the payments madedetoken holders
(or to participating retailers), and the rules veblikely be set out by the stablecoin issuer (astified on the blockchain).
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I nternational Organization of Securities Commissions (IOSCO)

IOSCO is reviewing the applicability of IOSCO standis and principles to GSC initiatives and
published a report on 23 March 20%0The report assesses the implications that global
stablecoin proposals could have for securities etaiggulators. It concludes that GSCs may,
depending on their structure, present featuresatetypical of regulated securities or other
regulated financial instruments or services. Itnthengages in a lifecycle analysis of a
hypothetical stablecoin used for domestic and ebmsder payments. The hypothetical
stablecoin uses a reserve fund and intermediaviéy tto achieve a stable price vis-a-vis a
basket of low volatility currencies.

The report concludes that several principles aaddstrds could apply to the hypothetical
stablecoin offering. These include (i) IOSCO’s 2(R8commendations on Money Market
Funds; (ii) Issues, Risks and Regulatory Considmratfor Crypto-asset Trading Platforms

(2020); (i) the 2013 Principles for the Regulatiof ETFs; and (iv) the IOSCO work on

Market-Fragmentation including the 2015 Cross BoRiegulation Task Force Report and the
work of the Follow-Up Group to address potentigulatory arbitrage as well as IOSCO work
on Cyber Resilience and Client Assets. These fgsglimay equally apply to stablecoin

arrangements other than the hypothetical stableadfaring, subject to a facts and

circumstances assessment of the individual propasahand. The report also sets out
considerations of broader issues of relevance dorgies market regulators and contains the
CPMI-IOSCO'’s preliminary analysis of the applicalyibf the PFMI to GSCs. A more detailed

summary of the report’s findings along with the JRARISCO analysis are both set out in

Annex 4.

Future I0SCO work will expand the functional an&ya the published report to look at other
structures of GSCs offerings and how they migherentt with the perimeter of securities
markets regulation, as well as supplementing thalyais with any relevant additional
information, if and when GSC proposals come to miark

3.3.Potential issues to consider

The analysis of jurisdictions’ existing regulatosypervisory and oversight approaches and of
the applicability of existing international standaraises some issues that national authorities
should consider

Clarity about the applicability of existing regulatory regimes and powers

There is a broad consensus among survey resporttiantsxisting regulatory authority over
the activities and risks of stablecoins needs tolaékfied. Most authorities reported that they
planned to clarify how existing regimes apply tabéecoins and their providers, and that some
adaptation of their regulation may be necessarmeSpirisdictions have already provided
guidance on how to apply existing regulation tqptoyassets and/or stablecoins. This guidance
has typically sought to help firms understand whifulatory requirements apply and how to
ensure compliance. Others are currently developavglegislation or regulation to address the

14 Seehttps://www.iosco.org/library/pubdocs/pdf/IOSCOP DG,
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risks posed by crypto-assets, including stablecddmsne jurisdictions have chosen to issue
warnings to the public, highlighting the risks bese investments and/or that some of these
activities are not licensed or regulated. In a f@ges, jurisdictions have chosen to prohibit
crypto-assets.

Potential gaps in existing regulatory frameworks

Some authorities identified potential gaps in exgsregimes that need to be addressed. One
source of gaps may be an unanticipdteddlingof attributes that conventional regulations, in
particular those designed to be applied by seatay not fully capture. For instance, legal
frameworks in some jurisdictions may not allow $&abins to fall under multiple regulatory
classifications, so certain activities may not aptared at present (a simple example being that
if a GSC falls exclusively under securities regolatin such jurisdiction, activities related to
the transfer of coins may not be covered). Ano#werrce of gaps may be thaebundlingof
activities in a stablecoin arrangement. As a comsece, some of the activities in a GSC
arrangement may fall outside of traditional regutatboundaries. Survey responses suggest
that potential gaps in existing frameworks at damdsvel may include:

0] potentially incomplete implementation and coverage=ATF standards for all
activities of a GSC arrangement; (e.g. peer-to-pa@sfers of stablecoins may not
be addressed);

(i) inability to effectively supervise and oversee aGG&rangement if the legal
classification of a stablecoin falls outside anserg regulation framework (e.qg.
emoney or a security);

(i)  partial regulatory coverage of the functions aniivdies under a GSC arrangement
that are economically similar to those that wowdd @éinder the remit of existing
regulation, but as a result of their particularigesdo not engage the perimeter of
existing regulation (e.g. exchange and tradingletakrvices used for storing keys)
with a range of risks not or not fully addressed).(@narket integrity, consumer
protection);

(iv)  insufficient risk mitigation tools within a regutaly framework applicable to a given
activity (e.g. no specific capital or liquidity negements for issuing stablecoins or
managing the reserve assets, incomplete measudessaihg cyber security and
operational risks of the underlying technology usedperating the infrastructure,
validating transactions or storing keys in wallets)

Considerations on classifications for individual jurisdictions

As with many other financial instruments, therecigrently no common and consistent
regulatory classification of the nature, functiotyal structure and rights associated with
stablecoins across jurisdictions. In differentgdictions, a stablecoin could fall within one or
multiple regulatory classifications, depending be tlesign of the stablecoin and how it is
offered and sold. In AE jurisdictions, stablecomsre most frequently classified as e-money
and a collective investment scheme (CIS), followgdieposits, a security other than CIS and
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derivatives. For EMDEs, the most common classilcet were e-money and payment
instrument.

Individual jurisdictions may assess the effectivenef their current regulatory, supervisory and
oversight approaches by referring to Annex 2 ijwaction with Section 5. The table in Annex
2 maps the activities in a stablecoin arrangentetite associated vulnerabilities and highlights
appropriate regulatory, supervisory and oversigbtstas well as international standards that
could be relevant.

While different classifications (and regulatory emgches) may be taken in individual
jurisdictions, these different approaches shouldqadtely address the risks posed by GSC
activities, and gaps, if any, should be closed ckians and activities of a GSC arrangement are
typically distributed over multiple jurisdictionsdicussed further in Section 4 below).
Differentiated regulatory, supervisory and oversigitangements across jurisdictions, if they
do not work broadly towards the same outcomes dctindrefore result in less comprehensive
regulatory coverage or give rise to regulatorytaaige.

4. Cross-border regulation, supervision and oversight

4.1.Cross-border challenges

Cross-border challenges are inherent to GSC amaages. The ease with which stablecoin
arrangements and entities providing various fumstiand activities within the arrangements
can operate across borders and reorganise or trelbedr activities challenges the effectiveness
of regulation, supervision, oversight and enforcetret jurisdictional levels. A stablecoin
issued in one jurisdiction may be easily accessiline to users in another jurisdiction.
Operational and cyber security risks related to tdehnology and infrastructure used in a
stablecoin arrangement may affect multiple jurisdits. The governance arrangements over
operations and infrastructure should thereforefl@terest to regulators across the jurisdictions
where the stablecoin arrangement has activities in.

Differentiated jurisdictional approaches could givese to regulatory arbitrage and
fragmentation without close coordination and a camnset of standards. Jurisdictions
generally seek to apply their rules and regulattorectivities taking place in their jurisdiction,
including in situations where stablecoins are @ffieto local users from abroad. However, the
effective application and enforcement of a juridi’s rules may be difficult as users access
services on the Internet and authorities cannolydasate the provider of the services. It may
be further complicated by the fact that differemgulatory classifications of stablecoins and
hence different regulatory, supervisory and ovéisigpproaches are adopted across
jurisdictions.

These cross-border challenges may be particulaggifieant for EMDEs. The use of
stablecoins as a means of payment and/or storaloé vnay be more widespread in EMDES,
for example due to the substitution of local cuesgrthan in AEs with developed financial
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systems. At the same time, the activities of alstatin arrangement may typically be performed
by entities that are located outside EMDE jurigdits. Taken together, EMDES may face a
combination of relatively high systemic relevané¢e stablecoin and constraints in regulating
and supervising the arrangement.

4.2.1ssues for cross-border cooperation and coordinatio

Addressing the cross-border challenges requireectifé cross-border cooperation,
coordination and information sharing amongst thevent authorities to ensure sufficient cross-
border supervision and oversight of the stableaoiangement.

Existing cooperation mechanisms between sectothbdties would help support cooperation
and coordination, possibly with some adaptationsy. (¢hrough Memorandums of
Understanding (MoU)). However, challenges couldeadaround the ability to supervise and
oversee a stablecoin arrangement holistically eratiian in a piecemeal framework based on
individual functions and activities.

Implementing effective cooperation requires an ustd@ding of how a specific stablecoin
arrangement is organised and operates and howndivdual activities are connected and
generate contagion channels. Based on this unddmstp authorities need to determine the
scope of application of their respective regulatbbemeworks and how the regulations of
multiple jurisdictions may interact so as to avaity regulatory underlap or gap and ensure an
effective holistic oversight.

The level and nature of cross-border cooperati@i®e may depend on:

. Use and systemic importanegvhat the GSC is used for and where users astddc

. Governance where the decisions across the GSC arrangememade and policies
set and enforced;

. Issuance and redemption of coins, reserve managemehere the issuance and
redemption of coins and the management of resessets occurs; the jurisdiction
whose currency or assets (e.g. government boneshcuded in reserve assets;

. Transfer mechanismahow transfer mechanisms are operated and hdlestans are
exchanged, traded and resold, for example, whethemot these are centralised
processes operated by a designated entity or dabisetl processes operated by
multiple entities; where data and records are &xtéivhether transaction records and
other data are centralised or decentralised);

. User-facing elementswhere wallet and platform providers are locatedether they
operate cross-border, and whether there is vertitagration between operators of the
functions and activities of the GSC arrangement.

There are different approaches for cross-bordeersigion and oversight. For prudentially
regulated financial institutions, cross-border caapion builds on principles for
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comprehensive consolidated supervisidfihe “home supervisor’, that is the supervisomhia t
jurisdiction where the head office or parent endtya financial institution is headquartered, is
responsible for the supervision of the group odtesd institutions on a consolidated basis. In
this case, effective consolidated supervision meguihe home supervisor to cooperate with
supervisors in jurisdictions where subsidiariebranches are located (“host supervisors”).

In the case of FMIs, a FMI's competent authorite&tl overseer” which could be compared to
the “home supervisor”) is designated as the coatdirof the cooperation arrangement. A wide
set of relevant authorities is identified and ereghon the cooperation, taking into account the
features and the services that the FMI providea oross-border basis.

In both cases, the objective of the “home superViaad of the “lead overseer” is to gain

sufficient knowledge of the operations of the ficiahgroup or FMI, both domestic and foreign,

as a whole so as to monitor and assess risks dnerabilities faced by the group or FMI. Host

supervisors may have different interests in retatmthe supervision of the group or FMI as a
whole, depending on whether the group or FMI hagserra risk exposures in the host

jurisdiction and whether it poses a systemic resthe host jurisdiction.

A stablecoin arrangement could be different frofmancial group or FMI. Unlike a financial
group, a stablecoin arrangement may be a netwotkadlated entities conducting different
functions and activities usually from various jditions that may only be held together by
common policies, standards and agreements abdutéispective roles. At the same time, a
stablecoin arrangement may involve functions thderad beyond those of a traditional
financial group or FMI. Each part, whether entgglicy, process, or technology, of a stablecoin
arrangement can affect the other parts. Dependinthe specific features of the stablecoin
arrangement, there is a risk that a stablecoimgement is not subject to sufficiently robust
governance and controls that are enforced througfitigs, standards, and contractual
obligations over its entire network of functionstieities and participants.

Whereas the objectives of comprehensive consotidadpervision are relevant in the context
of a GSC arrangement, the concepts of “home” amdt*hcannot in certain cases be easily
transposed to GSC arrangements that are operatmagtha loose network of entities and
dispersed ownership and control structures. Thikdscase in particular if there is no entity
responsible for the governance of the GSC arrangemeif the back-end core functions
(governance, issuance of coins, stabilisation nr@shag or transfer mechanism) of the GSC
arrangement are performed by different entitiedifferent jurisdictions. There may also be
different options for determining a “home jurisdact’.1® Given these inherent limitations to
the “home-host” concept, certain cross-border supery and oversight models existing
outside the consolidated supervision context maynbee relevant, as discussed further below.

15 See for example Basel Committee, Minimum standfodshe supervision of international banking growpsl their
crossborder establishments, 28 July 1992.

16 For example, the FATF standards require licengingegistration of virtual asset service providedsere they are
incorporated and leave individual jurisdictiongieride whether it should also be required whereénegice provider has
management, back office presence, or a substanssdmer base
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4.3.Role of existing standards on cooperation, coordirieon and information sharing

Despite the particularities of GSC arrangementstieg international standards and principles
governing cooperation, coordination and informatstiaring amongst authorities should help
inform cross-border cooperation for GSC arrangemefiven the multi-functional and
multijurisdictional nature and “loose network stiwe” of GSC arrangements, new forms of
cooperation may need to be established or adapieddxisting approaches.

In addition to the overarching international standdaeferred to in Section 3.2 that could apply
to GSC arrangements, existing international statedand principles that focus on cross-border
cooperation, coordination and information sharingynalso be adapted to apply to GSC
arrangements. These include principles relatedaperation, which underscore the importance
of collaboration and information-sharing, such as:

Responsibility E of the PFNNhich provides that “central banks, market regukato
and other relevant authorities should cooperatk aaich other, both domestically
and internationally, as appropriate, in promotimg $afety and efficiency of FMIs.”
Responsibility E, together with its Key Consideras, provides a strong basis for
cooperation among authorities responsible for agbktsat cross-border level.
Where a stablecoin arrangement may have otherrésatind provide services in
addition to those of an FMI, Responsibility E afecesees that overseers identify
and engage with potentially broader set of autlesitCPMI-IOSCO is currently
considering whether additional considerations woblkel helpful to achieve
appropriate cooperation among relevant authorities.

BCBS standards relating to cross-border supervisoopperation Supervisors
overseeing international banking groups involvedG8C arrangements would
build on the Committee’s principles related to su®ry cooperation, which
underscore the importance of collaboration and rinfgion-sharing!’ These
include the Basel Concord&t, the Core Principles for effective banking
supervision, home-host information sharing arrang@siand the Principles for
effective supervisory colleges.

FATF standards The FATF standards on AML/CFT apply whether GS{ts

classified as virtual assets or as other traditiasaets. The FATF standards on
virtual assets finalized in June 2019 require I8teg or registration of virtual asset
service providers in at least the jurisdiction vehirey are created if a legal person
or where they are located, if a natural person. Staedards also include optional
further licensing and registration in jurisdictiombere service providers operate.

See

respectively, https://www.bis.org/publ/bcbsc312.pdf https://www.bis.org/publ/bcbs230.pdf

https://www.bis.org/publ/bcbs125.pdihdwww.bis.org/publ/bcbs287.pdf

18 Seehttps://www.bis.org/publ/bcbsc312.pdf

24



The FATF standards further require various formsciafss-border cooperation
among authorities, include mutual legal assistamceinformation sharing.

. The I0SCO Principlés$ covering Cooperation in regulatigiPrinciples 13 to 15)
IOSCO’s Multilateral MoU Concerning Consultation catCooperation and the
Exchange of Informatio®®, the Enhanced Multilateral MoU Concerning
Consultation and Cooperation and the Exchange @drinatior?!, the 10SCO
Principles regarding Cross-Border Supervisory Caagpien of May 201and the
cross-border regulatory and supervisory cooperatgmects of the IOSCO 2015
Cross-Border Regulation Task Force Report as wseaif ghe work of the FollowUp
Group to address potential regulatory arbitragd; an

. The cross-border regulatory and supervisory codjp@raspects of théoint Forum
Principles for the Supervision of Financial Congknaites(2012).

In addition, bespoke oversight arrangements, sushth@& arrangement governing the
international cooperative oversight of SWr of CLS®, may provide a reference point for
establishing cooperative arrangements that can aefure comprehensive oversight and
supervision of a GSC arrangement operating acexgsrs and borders.

5. High-Level Recommendations for effective regulatorysupervisory, and

oversight approaches to GSCs

This section sets out 10 high-level recommendatitias seek to promote consistent and
effective regulation, supervision, and oversighB&Cs. The recommendations aim to mitigate
the potential risks with the use of GSCs as me&payment and/or store of value, both at the
domestic and international level, while supportirggponsible innovation and providing
sufficient flexibility for jurisdictions to implem& domestic approaches.

-

9 Seehttps://www.iosco.org/library/pubdocs/pdf/IOSCOPDS&If

N

0 Seehttps://www.iosco.org/about/?subsection=mmou

N

1 Seehttps://www.iosco.org/about/?subsection=emmou

22 The National Bank of Belgium, as the lead overseanduct the oversight of SWIFT in cooperation wilie other G10
central banks, i.e. Bank of Canada, Deutsche BundksBaropean Central Bank, Banque de France, Bancéia’Bank
of Japan, De Nederlandsche Bank, Sveriges Riksbamks $National Bank, Bank of England and the FederakRe
System (USA), represented by the Federal Reserve &axw&w York and the Board of Governors of the FatiReserve
System. The relationship between the NBB and thdser @ooperating central banks has been laid dowrwlateral
MoUs.

N

3 Similarly, a cooperative oversight arrangemergsisblished for the oversight of CLS, which is aartdd by the Federal
Reserve System, which includes both the Board of (have of the Federal Reserve System and the FeResarve Bank
of New York, in cooperation with the G-10 and otleentral banks of issue of CLS-settled currenciegpr@tocol for
cooperation has been established (dgss://www.federalreserve.gov/paymentsystems/ctsopol.htn).
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Objectives and scope

The objective of the recommendations is to helfhauties to determine their regulatory,
supervisory and oversight approaches to mitigatential risks to financial stability and market
integrity, and risks for users (consumers) that &8f@y pose, while also being supportive of
responsible financial innovation. In order to agprately mitigate financial stability risks that
may arise, the recommendations focus on reinforamtjunderscoring existing standards and
regulations; identifying and addressing potenteduiatory gaps; and mitigating potential
regulatory arbitrage. The recommendations are d&eério be high-level and flexible so that
they can be incorporated into the wide varietyegfulatory frameworks potentially applicable
to GSCs around the world.

The recommendations do not represent a complateefrark that addresses all the risks and
responsibilities of GSC arrangements. They do ddtess certain important issues such as data
privacy, competition policy, taxation, monetary ipg)] monetary sovereignty, currency
substitution, and other macroeconomic concernsy Tigo do not comprehensively cover
AML/CFT requirements, which should be covered bg tFATF standards, although the
recommendations contain no contradictions with iega the FATF’s work in this area; they
also do not address risks that financial institngimay face in relation to GSC arrangements.

In general, public policy goals are meant to béntetogy neutral. The recommendations
therefore aim to promote a regulatory, supervisog oversight framework that is technology
neutral and focuses on underlying activities as#s;i thereby accommodating innovation in
the provision of financial services as technologgrmges.

The recommendations apply to any GSC in any jwisd and help authorities to address
activities and services within GSC arrangementsrttegy fall outside the traditional regulatory
perimeter. Consistent application of these recontagons by all relevant authorities in
jurisdictions in which GSC arrangements are activay help to ensure comprehensive
regulatory coverage and reduce the scope for regylarbitrage. How these recommendations
apply to the activities of specific GSC arrangersamuld vary depending on how the transfer
mechanism is operated, how stablecoins are stedtwxchanged, traded and resold, and
whether or not these are centralised processeateddry a designated entity or decentralised
processes.

While focusing on GSCs that may be widely used m®ans of payment and/or store of value
for consumers and businesses, the recommendabaitsaso be relevant for:

. stablecoin arrangements that may pose risks tandiah stability only in some
countries or regions;

. stablecoin arrangements used only for wholesats#@tions among financial
institutions;

. stablecoin arrangements that are anticipated torhecSC arrangements; and
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other crypto assets that could pose risks simdasdame of those posed by GSCs
because of comparable international reach, scaleisa

The recommendations are addressed to financiallategy, supervisory and oversight
authorities. They should be read to apply at thesdictional level and therefore are only
applicable to a particular authority to the ext#mat the recommendations fall within an
authority’s remit.

Grounded in an assessment of a GSC arrangemeptwm function and the principle of
“same business, same risk, same rules”, and foomsedgulatory objectives and outcomes,
authorities should apply and, if necessary, devedtipctive regulatory, supervisory and
oversight approaches and cross-border cooperatochamisms within their respective mandate
and legal frameworks.

At the same time, the recommendations set out éxipeas for providers of services and
activities within the GSC arrangements and canese&xy a basis for authorities’ active
engagement with stakeholders on GSC-related ristthaw these are addressed.

The recommendations complement international sacsteindards. Authorities should rely on
sectoral standards and principles for cross-bordeperation relevant to the supervision and
oversight of GSC arrangements, where they perftensme economic function as existing
regulated activities covered by these standardesdhnclude, for example, the IOSCO
Principles regarding Cross-Border Supervisory Coatpen, the CPMI-IOSCO Principles for
Financial Market Infrastructures, including the Rassibilities of Authorities and particularly
Responsibility E, the FATF standards, in particdkecommendation 15, and the relevant
principles applicable to cross-border banking sug&m and crisis management of the BCBS
and the FSB. Efforts by the standard setting badiesview, and where appropriate adjust their
standards to take into account the novel featurstablecoins can further promote international
consistency and reduce the risk of arbitrage anleggry underlaps. See Annex 2 for examples
of vulnerabilities and regulatory tools, and intdranal standards by activity of a GSC
arrangement to address these vulnerabilities.

1. Authorities should have and utilise the necessarygwers and tools, and adequate
resources, to comprehensively regulate, superviseand oversee a GSC
arrangement and its multi-functional activities, ard enforce relevant laws and
regulations effectively.

Authorities within a jurisdiction, either indepemdly or collectively, should have and
utilise the appropriate powers and capabilitieseigulate, supervise, oversee and if
necessary prohibit effectively the activities beaogpnducted and services being offered
to users in or from their jurisdiction and the attant risks that these services and
activities may pose.

This may include, for example, services and adtisitelated to the governance/control

of the stablecoin arrangement, operating the itriragire of the stablecoin

arrangement, issuing/redeeming stablecoins, magagtablecoin reserve assets,
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providing custody/trust for stablecoin reserve esseading/exchanging stablecoins, or
storing the keys providing access to stablecoins.

Authorities’ powers should extend to entities tis engaged in GSC activities in their
jurisdictions and within the scope of their authpend relevant to their mandate.

Authorities should evaluate, identify and clarifynieh authorities have responsibility
for each activity of a GSC arrangement, as appatgri

Authorities should identify and address gaps thhociganges in regulations, or policy,
as applicable. In some jurisdictions, legislativemges may be necessary to address
those gaps.

Authorities should ensure the appropriate monitprof GSC activities (and any
significant change to the way those activities @ggormed) and the financial system
and ensure timely access to relevant informatiofficeent to conduct effective
regulation, supervision and oversight.

Authorities should have the powers and capabilttiesenforce applicable regulatory,
supervisory and oversight requirements, includhng dbility to undertake inspections
or examinations, and, when necessary, require aoreeactions and take enforcement
measures. To do so, authorities should be prowididor obtain sufficient information
regarding the technology and legal obligations goideing the GSC arrangements.

Authorities should be able to identify the legalites responsible for the relevant
activities and to assess the ability of the GS@ragement to implement corrective
actions.

Authorities should have the ability to mitigatekssassociated with or prohibit the use
of certain or specific stablecoins in their jurigthns where these do not meet the
applicable regulatory, supervisory, and oversiglquirements.

2. Authorities should apply regulatory requirements to GSC arrangements on a
functional basis and proportionate to their risks.

To promote a technology neutral approach that esabbmprehensive oversight of
GSC'’s multi-functional activities and mitigates véafory arbitrage, authorities should
focus on the functions performed by the GSC arranege and risks posed and apply
the appropriate regulatory framework in the sam@&maa as they would apply it to
entities performing the same functions or actigitiend posing the same risks (“same
business, same risk, same rules”). Authorities shapiply rules and policies, including
applicable international standards, as appropréate to the extent that the GSC
arrangement provides the same functions and pbsesaime risks as other financial
service providers. This includes the relevant ragoh, standards and rules for e-money
issuers, remittance companies, payments and fialemairket infrastructures, collective
investment schemes, and deposit-taking and sexuritading activities. This also
includes market integrity, consumer and investotgmtion arrangements, appropriate
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3.

safeguards, such as pre- and post-trade transyaobhgations, rules on conflicts of
interest, disclosure requirements, robust systamdscantrols for platforms where the
GSC is traded, and rules that allocate respongibii the event of unauthorised
transactions and fraud, and rules governing thevacability of a transfer orders
(“settlement finality”).

Authorities should consider the extent to whichsérg financial regulation captures
the risks of GSC functions and activities, andgbtential effects of financial regulation
not applying to aspects of a GSC arrangement.

Authorities should be prepared to clarify or suppdat financial regulations that do not
adequately capture the risks of GSC functions acttvises and to develop and
implement regulations to address uncaptured riskeaded.

Where regulations of more than one jurisdiction mpply, there should be cooperation
and coordination regarding how jurisdictions’ ruggply to the different aspects of the
GSC arrangement’s functions and activities opegatinross borders, as with other
types of financial arrangements.

Authorities should ensure that there is comprehense regulation, supervision and
oversight of the GSC arrangement across borders ansectors. Authorities should
cooperate and coordinate with each other, both donséically and internationally,
to foster efficient and effective communication an@¢onsultation in order to support
each other in fulfilling their respective mandatesand to facilitate comprehensive
regulation, supervision, and oversight of a GSC aangement across borders and
sectors.

Cooperation arrangements should be flexible, effitiinclusive, and multi-sectoral,
and take into account the complexity and the pa@krgvolution of the GSC
arrangement and the risks it poses over time. Thay take different forms (e.g.
supervisory colleges, fora or networks). They sti@l$o consider the distinctive nature
of GSC arrangements as usually consisting of malépd oftentimes unrelated entities
that interact and have varying roles and respaditgisi

Cooperation arrangements may be underpinned bytetala and/or multilateral
memoranda of understanding for cooperation andnmdtion sharing, and for crisis
management and resolution, and complemented withamesms with a single focus,
e.g. regarding AML/CFT or cyber security. Theseaagements should also consider
the potential need to seek cooperation from auikerin other jurisdictions to achieve
regulatory objectives, e.g. in implementing recgvand resolution plans, or halting
activities based in one jurisdiction having an adeempact in another.

In establishing a cooperation arrangement, autesrghould consider how to ensure
that the arrangement takes into account the irttexdseach of the jurisdictions and
sectors in which GSC arrangements may be operaiingeeking to operate,

jurisdictions where the governance body, the prengaf GSC functions and activities
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4.

and the GSC arrangement’s users are located, wWhgitlover) risks reside, and the
potentially differing impacts of GSC arrangementsoas jurisdictions and between
AEs and EMDEs.

Authorities should ensure that GSC arrangements hain place a comprehensive
governance framework with a clear allocation of acountability for the functions
and activities within the GSC arrangement.

Authorities should ensure adequate governance franks over the entire network of
GSC activities, functions and participants, givantepart of the network can affect the
other parts. The governance structures and acdalités should have a sound legal
basis and be clear, transparent, and discloseddrs and other stakeholders. Such
disclosures should include how governance and adability is allocated among
different entities in different jurisdictions, aglivas clarify the limits of accountability
and legal liability in any one jurisdiction. Thibauld be the case for all functions and
activities of the GSC arrangement, including but hmited to, setting rules and
standards for participants of the GSC arrangemepgrating the stabilisation
mechanism in particular the investing of the resessets as appropriate, providing the
custody/trust services for reserve assets, andigingvuser-facing services such as
exchanges and wallets.

GSC arrangements may vary in the degree of dedisatian of their governance
design. This notwithstanding, authorities shoulduea that there are one or more
governance bodies or an equivalent mechanism atdhé functions and activities of
the GSC arrangement are subject to appropriatesigiey governance and safeguards.
Fully permissionless ledgers or similar mechanismgd pose particular challenges to
accountability and governance and may not be daitbegulators cannot be assured
that appropriate regulatory, supervisory, and aghtgequirements are satisfied.

Where a GSC arrangement relies on a third-party,GBC governance body should
provide a comprehensive assessment of how itshogi@n the third-party does not
impede its ability to meet regulatory requiremeautsl expectations for performance,
resilience, security, development and maintenaawee regulatory compliance.

5. Authorities should ensure that GSC arrangements haw effective risk management

frameworks in place especially with regard to resere management, operational
resiliency, cyber security safeguards and AML/CFT measures, as well as “fit and
proper” requirements

Authorities should ensure that GSC arrangements imgplace policies that set out how
all functions and activities within the GSC arramgt are subject to risk management
measures that are appropriate to and commensuitiehe specific risks that GSC
arrangements pose. If the risk from the fluctuatiothe value of the underlying assets
is borne, partially or totally by the GSC operatitie relevant prudential framework
(e.g. market risk framework) should be appliedh® &SC operator.
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6.

7.

Authorities should ensure that GSC arrangementduzirdue diligence (for example,

by way of ‘fit and proper’ standards) into indivals involved in the management and
control of the GSC arrangement, as well as those @tercise significant power or

discharge significant responsibilities in relattonGSC activities.

Authorities should ensure that GSC arrangements raplace policies that address
heightened risks for GSC arrangements, such astomeal risks, AML/CFT risks, and
cyber risks. Risk management measures and techstasadards should cover relevant
activities performed by providers of activities the GSC arrangements, paying
particular attention to compliance by permissiogslesanonymous networks

Authorities should ensure that GSC arrangementduircontinuous risk assessments,
contingency preparedness, and continuity planaghorities should ensure that GSC
arrangements have a robust assessment of hovelisalegy model and the rules for

transferring coins provide assurance of settlerfieality.

In addition to consumer protection considerati@aghorities should address potential
financial stability concerns and limit spillovefedts to the wider financial system, and
consider requiring GSC arrangements to adopt stiies on reserve assets management
and have adequate capital and liquidity bufferakieorb credit, liquidity and market
risks, as well as risks related to legal, operaicemd cyber risks relevant to the
stabilisation mechanism.

There should be particular attention to the degfeesk-taking in terms of duration,
credit quality, liquidity and concentration of a GS reserve assets. In addition,
assetlinked stabilisation mechanisms should haffieiemt controls to ensure that GSC
issuance and destruction are sufficiently matchgdabcorresponding increase or
decrease in reserve assets and that such incr@adesreases are managed to avoid
adverse impacts on the broader market.

Authorities should ensure that GSC arrangements hawin place robust systems for
safeguarding, collecting, storing and managing data

GSC arrangements should implement and operaterdgatagement systems that record
and safeguard in a discoverable format relevard datl information collected and
produced in the course of their operations, whdeferming to all applicable data
privacy requirements. Adequate controls shouldnbplace to safeguard the integrity
and security of both on-chain and off-chain data aonform to applicable data
protection regulation.

Authorities should be able to obtain timely and ptete access to relevant data and
information to enable them to implement adequatgulegory, supervisory, and
oversight approaches that capture the functionsaatdties of the GSC arrangement,
in accordance with the level and nature of thesrisised..

Authorities should ensure that GSC arrangements hay appropriate recovery and

resolution plans.
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Authorities should ensure that GSC arrangements implace appropriate planning to
support an orderly wind-down or resolution undex éipplicable legal (or insolvency)
frameworks, including continuity or recovery of aostical functions and activities

within the GSC arrangement.

Authorities should consider how such plans are amgnted through effective
contractual obligations among the entities in ti80Getwork, and address the potential
involvement of authorities in all of the jurisdiatis that the entities operate in.

8. Authorities should ensure that GSC arrangements praide to users and relevant
stakeholders comprehensive and transparent informabn necessary to understand
the functioning of the GSC arrangement, including wth respect to its stabilisation
mechanism.

Information about the governance structure of tiC@rrangement, the allocation of
roles and responsibilities assigned to operatorseovice providers within the GSC
arrangement, the operation of the stabilisationhaeism, the investment mandate for
the reserve assets, the custody arrangement ahickdybgp segregation of reserve assets,
and available dispute resolution mechanisms orquhaes for seeking redress or
lodging complaints are features of GSC arrangentéatsshould be transparent.

Authorities should ensure that the GSC arrangenraatses appropriate disclosures to
users and the market regarding the design of thbilisation mechanism (e.qg.
assetlinked or algorithm-based), and the mechahismhich the stablecoin’s value is
maintained.

Information to be disclosed to users and countégsashould also periodically cover
the amount of GSC in circulation and the value #x@dcomposition of the assets in the
reserve backing the GSC. Information pertaininghtoamount of GSC in circulation
and the value and the composition of the assdtseineserve backing the GSC should
be subject to independent audit, and disclosedregwdar basis in a comprehensive and
transparent manner.

GSC arrangements should put in place mechanisersstare the protection of users and
counterparties, when a potential modification & #éinrangement could have a material
effect on the value, stability, or risk of the GSC.

9. Authorities should ensure that GSC arrangements praide legal clarity to users on
the nature and enforceability of any redemption rigits and the process for
redemption, where applicable.

Authorities should require GSC arrangements to igeappropriate information to

users on the nature and enforceability of redempights, where available, and of any
claims that users and intermediaries may or mayhagé on the underlying reserve
assets or against the issuer or guarantors, imgudow claims may be treated in
insolvency or resolution. The GSC arrangement shaalso provide adequate
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10.

information on the process for redemption and tifereement of any claims, where
applicable, and how the GSC arrangement ensurestBragecution of such processes,
including under stressed circumstances.

Authorities should consider implications of GSCaagements’ decisions to grant users
and/or intermediaries a direct legal claim agdinstGSC issuer or its reserve portfolio,
including for “run” risks.

Adequate disclosure should be made of the recomeenues, available to a user that
loses access to his/her wallet and private key usecaf a cyber-attack or other
operational incident.

Where a stablecoin is used widely for payment psepp authorities should assess
whether safeguards or protections consistent viitiilag instruments are appropriate.
Where a GSC arrangement for such a stablecoinsoffghts to redemption, such
redemption should be at predictable and transpaaég of exchange, including, where
authorities consider it appropriate, at par intat fmoney consistent with similar
instruments used widely for payment purposes. Aitiee should ensure that such GSC
arrangements follow prudential standards compartbkose required for financial
institutions performing the same economic functiand posing similar risks.

Authorities should ensure that GSC arrangements méall applicable regulatory,

supervisory and oversight requirements of a particlar jurisdiction before

commencing any operations in that jurisdiction, andconstruct systems and
products that can adapt to new regulatory requiremats as necessary.

Authorities should not permit the operation of aGs&rangement in their jurisdiction
unless the GSC arrangement meets all of theirdiation’s regulatory, supervisory,
and oversight requirements, including affirmativpmval (e.g. licenses or
registrations) where such a mechanism is in place.

GSC arrangements should have the ability to athest operational features, processes
and mechanisms as necessary to maintain compheticeegulatory requirements and
international standards if these evolve.

Before launching the arrangement and the provisfaervices to users in a particular
jurisdiction, entities intending to engage in G&@dtions and activities should ensure
that they have a clear understanding of the regulatquirements that apply and,
where regulations of more than one jurisdiction rapply, which jurisdictions’ rules
are applicable to different aspects of the fun&i@nd activities of the entities
performing them and should engage proactively waitthorities.
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Annex 1: Different operating models for stablecoirarrangements

Stablecoin arrangements could take on a variesgrattures and operating models, including
from a technical perspective. The following foupbthetical examples can be used to illustrate

the diversity in current and proposed stablecoiaregements.

Stablecoin A Stablecoin B Stablecoin C Stablecoin D
Issuer Single issuer Multiple issuers Single issuer Smart Contracts
Liability Claim on issuer Claim on issuer, Claim on approved | Interestin an
- Who or subject to holder intermediary; users | equivalent amount

what is the claim on
and are there
conditions?

meeting compliance
requirements

have no rights or
claims on underlying
reserve assets

held in the reserve
assets

Is it

directly redeemable
by the

user, and if not, by
whom?

Directly redeemable

Directly redeemable

Not directly
redeemable; only
approved participant]
can redeem coins
with issuer

Directly redeemable

[2)

-What is it redeeme
for, and
are there conditions

dRedeemable for USI
only at high ticket
size, > $100K

D Redeemable for USI
(> $100)

D Redeemable for locd
fiat currency

| Redeemable for
another crypto-asset

Stabilisation
mechanism

Fiat currency —
backed

Fiat currency —
backed

Fiat currency —
backed

Crypto-asset backed

Reserve assets

USD bank deposits

USD bank deposits

Bank deposits and
short-term
government
securities in the
referenced currencie

Another crypto-asse

Transaction
permission

Permissionless

Permissionless

Permissionless belo
threshold

wPermissionless

Medium of record

Multiple public
blockchains

Single public
blockchain

Single private
blockchain

Single public
blockchain
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Ledger model UTXO ?* or account] Account Account Account
depending on the

blockchain
Network Permissionless Permissionless Permissioned; Permissionless
permissions validator nodes
operated by approved
parties

24 The Unspent Transaction Output (UTXO)-based moeebrds the ownership of the coins, and transfecsir through
updating the ownership records of coins. The acebased model records the amount of coins assdcisith each
account, and transfers occur through adjustingtheunt of coins in accounts.
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Annex 2: Examples of vulnerabilities, regulatory tels, and international standards by activity of a &GC arrangement

Activities

Vulnerabilities

Regulatory authoritie
address the

s and potential tools to
vulnerabilities

Authority/tool

Relevant international standard

Establishing rules
governing the stablecoin
arrangement

Fraud or conflict of interest of
those governing the GSC
arrangement

Lack of contractual
arrangements among the
entities of the GSC arrangeme

Difficulties to tackle the
uncertainty for users due to an
unclear definition of roles and
responsibilities within the GSQ
arrangement.

Inadequate governance
framework

Ability to regulate and supervise the GSC

arrangement in a holistic manner, e.g. through clarification may be necessary, especially

cooperation among authorities (akin to
comprehensive consolidated supervision)

Ability to require a GSC arrangement to be
ngoverned in a manner that facilitates effective

regulation and supervision, including by

prohibiting fully decentralised systems

Governance, internal control and risk
management requirements applicable at the |
of the entire GSC arrangement

Power to wind down or resolve a GSC
arrangement

Governance requirements requiring a solid le
basis

Cybersecurity and other operational resiliency
safeguards

AML/CFT and sanctions controls

FATF Standards apply, while further updates

regarding peer-to-peer transactions.

For GSC arrangements set up entirely by ban
the Basel Framework and associated principlg
for supervision and colleges would provide a
basis for overseeing the setup.

For GSC arrangements deemed to perform
systemically important payment system
bfighctions or other FMI functions that are
systemically important, the PFMI apply. On th
basis of a preliminary analysis, some of the m
relevant principles regarding these vulnerabili
would be those on legal basis, governance an
ygomprehensive management of risks.
Responsibility E would provide a strong basis
for cooperation among relevant authorities. S¢
Annex 4 on CPMI-IOSCO preliminary analysi

For GSC arrangements where the token or th
reserve qualifies as a security, IOSCO
cooperation agreements are relevant (I0SCQO

and

£S

D

ost
lies
d

£e

D.

(1]
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Principle$® covering Cooperation in regulation
(Principles 13 to 15), IOSCQO'’s Multilateral

25 https://www.iosco.org/library/pubdocs/pdf/IOSCOP D5ff
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Activities Vulnerabilities

Regulatory authorities and potential tools to
address the vulnerabilities

Authority/tool

Relevant international standard

MoU Concerning Consultation and Cooperatic
and the Exchange of Informatiéhthe Enhance
Multilateral MoU Concerning

Consultation and Cooperation and the Exchat
of Information?” IOSCQO’s Principles on
CrossBorder Supervisory Cooperafioof May
2010, the cross-border regulatory cooperatior
aspect of the IOSCO 2015 Cross-Border
Regulation

Task Force Repditand the work of the
FollowUp Group to address potential regulato

N

=

nge

Iy

arbitrage).

26 https://www.iosco.org/about/?subsection=mmou

27 https://www.iosco.org/about/?subsection=emmou

28 https://www.iosco.org/library/pubdocs/pdf/IOSCOPR3f
29 https://www.iosco.org/library/pubdocs/pdf/IOSCOP D56if
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Issuing, creating and
destroying stablecoins

Inability to meet redemptions i
stressed conditions

For algorithmic arrangements,
errors in the issuance or
redemption algorithm that
impact value

N Adequate liquidity (risk) management

Liquidity risk management tools (e.g.
redemption gates)

Certain own funds/liquidity requirements

Cybersecurity and other operational resiliency
safeguards

AML/CFT and sanctions controls

FATF standards apply to firms “issuing and
managing means of payment” or to those whd
provide “participation in and provision of
financial services related to an issuer’s offer
and/or sale of a virtual asset”.

For GSC arrangements involving banks, the
prudential risks and operational resilience
vulnerabilities would be subject to the Basel
Framework and Principles for the sound
management of operational risk.

For GSC arrangements deemed to perform

systemically important payment system functipns

or other FMI functions that are systemically
important, the PFMI apply. On the

Activities

Vulnerabilities

Regulatory authorities and potential tools to
address the vulnerabilities

Authority/tool

Relevant international standard

basis of a preliminary analysis, some of the m
relevant principles regarding these vulnerabili
would be those related to frameworks for
comprehensive risk management and settlem
See Annex 4 on CPMI-IOSCO preliminary
analysis.

Depending on the creation/redemption proces
the I0SCO Principles for the Regulation of
Exchange Traded Funds (203%3)ould be
relevant.

30 https://www.iosco.org/library/pubdocs/pdf/IOSCOP@4ddf.
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Managing reserve assets

A sharp fall in price and/or
liquidity of reserve asset(s)

Change in reserve allocation
across reserve assets

Lack of transparency in the
composition of reserve

Fraud or mismanagement of theof the assets

reserve
Investment in illiquid assets

Significant increase in the pric
volatility of the reserve assets

that cannot be or is not readily,

managed

Portfolio diversification rules and issuer limits
rules

Liquidity and other financial risk safeguards

Liquidity risk management tools (e.g.
redemption gates)

Requirements on disclosure of the compositig

Disclosure of investment policies

Cybersecurity and other operational resiliency
e safeguards

AML/CFT and sanctions controls

FATF standards apply to those who provide
“safekeeping and administration of cash and
liquid securities on behalf of other persons”, g
“safekeeping and/or administration of virtual
assets or instruments enabling control over
virtual assets”.

nFor GSC arrangements involving banks, the
prudential risks and operational resilience
vulnerabilities would be subject to the Basel
Framework and Principles for the sound
management of operational risk.

Depending on its structure, the reserve may
engage IOSCO Liquidity Risk Management
(2018¥* or IOSCO Policy Recommendations f
MMFs (2012)32

Activities

Vulnerabilities

Regulatory authorities and potential tools to addess
the vulnerabilities

Authority/tool

Relevant international standard

31 https://www.iosco.org/news/pdf/IOSCONEWS486.pdf

32 hittp://www.iosco.org/library/pubdocs/pdf/IOSCOP D38,

40



For GSC arrangements deemed to perform
systemically important payment system
functions or other FMI functions that are
systemically important, the PFMI apply. On th
basis of a preliminary analysis, some of the m
relevant principles regarding these vulnerabili
would be those on custody and investment rig
and transparency. See Annex 4 on CPMI-I0S
preliminary analysis.

Providing custody/trust
for reserve assets

Custodian failure, cross-borde
resolution, fraud

Liquidity

Lack of legal clarity regarding
rights to reserve assets,
particularly where legal regime

of different jurisdictions are
implicated

I Segregation requirements/rights for reserve
assets

Liquidity and other financial risk safeguards

Cyber security and other operational resilienc
safeguards

SAML/CFT and sanctions controls

FATF standards apply to those who provide
“safekeeping and administration of cash and
liquid securities on behalf of other persons” of
“safekeeping and/or administration of virtual

y assets or instruments enabling control over
virtual assets”.

For GSC arrangements involving banks, the
prudential risks and operational resilience
vulnerabilities would be subject to the Basel
Framework and Principles for the sound
management of operational risk.

IOSCO Recommendations Regarding the
Protection of Client Assets (201%).

For GSC arrangements deemed to perform
systemically important payment system
functions or other FMI functions that are
systemically important, the PFMI apply. On th

e
ost
lies
ks

CcoO

)

basis of a preliminary analysis, some of the m

ost

33 Recommendations

Regarding the

https://www.iosco.org/library/pubdocs/pdf/IOSCOP D48Hf,

Protection

of lien€ Assets Consultation

Final

Report

Reporhttp://www.iosco.org/library/pubdocs/pdf/IOSCOPD438.
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Activities

Vulnerabilities

Regulatory authorities and potential tools to
address the vulnerabilities

Authority/tool

Relevant international standard

relevant principles regarding these

vulnerabilities would be those on custody and
investment risks and transparency. See Annex 4
on CPMI-IOSCO preliminary analysis.

Operating the
infrastructure

Disruption to the mechanism
that links the value of the
stablecoin and the value of its
reserves, for example a cyber
incident.

Uncertainty on the revocability|
of the payments.

GSC ledger compromised due|
design flaw, operational (e.g.
cyber) incident.

Liquidity and other financial risk safeguards
Requirements on payments finality

Cyber security and other operational resilienc
safeguards

AML/CFT and sanctions controls

—+

(0]

y FATF glossary.

FATF Standards apply to GSC infrastructure if it
satisfies the definition of a financial institution
or a virtual asset service provider provided in the

For GSC arrangements involving banks, the
prudential risks and operational resilience
vulnerabilities would be subject to the Basel
Framework and Principles for the sound
management of operational risk.

For GSC arrangements deemed to perform
systemically important payment system
functions or other FMI functions that are
systemically important, the PFMI apply. On th
basis of a preliminary analysis, some of the most
relevant principles regarding these vulnerabilities
would be those on framework for the
comprehensive management of risks and
settlement. See Annex 4 on CPMI-IOSCO
preliminary analysis.

)
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Validating transactions

GSC ledger compromised due|
failure of multiple validator
nodes

t@yber security and other operational resilienc
safeguards

AML/CFT and sanctions controls

y For GSC arrangements involving banks, the
prudential risks and operational resilience
vulnerabilities would be subject to the Basel
Framework and Principles for the sound
management of operational risk.

For GSC arrangements deemed to perform
systemically important payment system functi
or other FMI functions that are

pNS

Activities

Vulnerabilities

Regulatory authorities and potential tools to addess

the vuln

erabilities

Authority/tool

Relevant international standard

relevant principles regarding this vulnerability

See Annex 4 on CPMI-IOSCO preliminary
analysis.

systemically important, the PFMI apply. On th
basis of a preliminary analysis, some of the m

would be that on operational risk and settleme

[¢)

ost

2Nnt.
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Storing the private keys
providing access to
stablecoins (wallets)

Disruption of a wallet, for
example theft of coins from
digital wallet or operational
(e.g. cyber) incident.

Direct loss, including by
consumers

Liquidity and other financial risk safeguards

Cyber security and other operational resilienc
safeguards

AML/CFT and sanctions controls

y

FATF Standards apply to all entities providing
wallet services with the exception of un-hosted
wallet

For GSC arrangements involving banks, the
prudential risks and operational resilience
vulnerabilities would be subject to the Basel
Framework and Principles for the sound
management of operational risk.

For GSC arrangements deemed to be perform
systemically important payment system
functions or other FMI functions that are
systemically important, the PFMI apply. On th
basis of a preliminary analysis, a relevant
principle regarding these vulnerabilities would
be that on operational risk. See Annex 4 on
CPMI-IOSCO preliminary analysis.

)

Exchanging, trading,
reselling and market
making of stablecoins

Withdrawal of liquidity
provision by authorised
resellers/market makers

Disruption of a trading
platform.

Fraud, market manipulation,
unauthorised transactions

Liquidity and other financial risk safeguards
Settlement finality requirements

Allocation of legal responsibility for
unauthorised transactions

Cybersecurity and other operational resiliency
safeguards

AML/CFT and sanctions controls

FATF Standards apply to all entities carrying out
trading / exchanging activity with the exception
of peer-to-peer transactions

For GSC arrangements involving banks, the
prudential risks and operational resilience
vulnerabilities would be subject to the Basel
Framework and Principles for the sound
management of operational risk.

Activities

Vulnerabilities

Regulatory authorities and potential tools to
address the vulnerabilities

Authority/tool

Relevant international standard
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Cyber incident

For GSC arrangements deemed to perform
systemically important payment system
functions or other FMI functions that are
systemically important, the PFMI apply. See
Annex 4 on CPMI-IOSCO preliminary analysi

Issues Risks and Regulatory Considerations
Relating to Crypto-Asset Trading Platforms
(2020%4, discussing I0OSCO Principfe4.3, 14,
15, 33, 34, 35, 36, 37, 29, 30, 31, 32, 38 and
associated I0SCO reports.

34 https://www.iosco.org/library/pubdocs/pdf/IOSCOP Dt
35 https://www.iosco.org/library/pubdocs/pdf/IOSCOP RIS,
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Annex 3: Summary of stocktake responses

This annex presents findings from the FSB surveyregulatory and supervisory
approaches to so-called “stablecoins” (hereind8€rs”). All FSB members as well as the
members of its Regional Consultative Groups (RO&se invited to participate in the
survey.

A total of 51 jurisdictions completed the surveycluding 25 FSB jurisdictions and 26
RCG jurisdictions. All questions have not nece$géeen answered by jurisdictions, i.e.
the sum of responses in tables and graphs mayt®dint and less than the total number
of responses received.

Current regulatory approaches

The majority of jurisdictions do not currently ha®Cs issued domestically. SCs are
available in 31 jurisdictions, mostly cross-bord&he majority of those jurisdictions,
including several AE, do not currently have reguigtor supervisory regimes that are
specific to SCs per se. However, regulatory anesiigory approaches in many of those
jurisdictions do apply in whole or part to SCs.

Graph 1 summarises responses concerning the current teguéd SCs. Most respondents
note that SCs could be classified under more thenregulatory category, and that the
classification could change as the nature and e &C evolves. Many respondents are
of the view that the existing regulatory and sujsmy framework may not be adequate to
address the risks emanating from SCs, and tha¢ tinery be a need to adjust existing
regulatory frameworks.

Regarding cross-sectoral issues, most jurisdictoa®f the view that existing cooperation
mechanisms between sectoral authorities enable themdress the need for cooperation
and coordination, possibly with some adaptatiorg. garough Memorandums of
Understanding (MoU)).

46



Stablecoins-Aspects of current regulation
Graph 1

Could some stablecoins potentially fall under multiple
regulatory classifications?

Could regulatory classification change over time as a
stablecoin system evolves?

Have you issued any guidance on the application of:
existing regulation or supervision to stablecoins?

Are there actual cases where SCs issued in a foreign
jurisdiction are made available domestically?

Yes
No

Source: FSB

Regulatory classifications

Thirty-seven jurisdictions provided some informatiabout how theynight classify SCs.
Jurisdictions in AEs were more likely to have asslfication scheme in place.

Graph 2 shows current and prospective classifications. &€snost frequently classified
as e-money, a collective investment scheme (CIShén AEs, followed by deposits,
security other than CIS and as derivative. For Eld[DiBe most common classifications
used were e-money and payment instrument.

Thirty one jurisdictions indicated that SCs coull funder multiple classifications.
Jurisdictions that classified SCs as e-money wikradyl to also classify them as either
deposit or as a payment system. Four out of fiviggictions that classified a SC as a CIS
(16 out of 20) also classified it as another séguincluding security other than CIS,
derivative, or commodity. One jurisdiction mentidrhat depending on the details, a SC
could exhibit bond-like features.

A few respondents indicated that under their curlegal framework, it is not possible to
classify SC as falling under multiple regulatorgsdifications. As such, certain activities
may not be regulated/captured depending on whigulaeory classification the SC

ecosystem would fall under. Table 1 also showstti@imost prominent regulation types
considered by respondents are AML/CFT, cyber/teldyyorisk, safety/soundness, and
data privacy.
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Current and prospective classification of SCs

Graph 2

Cu rrency_
Deposit_
E-mone
Payment instrument
Collective investment scheme (C
Security other than C
Commodit
Derivativ
Other regulated class T
Unregulate
Other cryptoass
Other virtual currency asset or digital agset
Multiple categori

0 10 20 30
B A

9 EMDE
Total number of responses: 40 including 22 from advanced economies (AEs), and 18 from emerging market and developing
economies (EMDEs)

Source: FSB

Regulation by activity

Table 1 shows applicable regulation by activity within @ 8cosystem. Issuing/redeeming
SCs; managing SC reserve assets; providing cusfody SC reference assets;
trading/exchanging SCs (including reselling to itetaers) and storing SCs (wallets) are
the functions that are most frequently covereddgulation, in particular provisions with

respect to AML/CFT. Regulatory coverage is loweghwespect to governance and the
operation of infrastructure arrangements for SCs.

One respondent noted that certain activities ctalceasily operated remotely and shift
location quickly (e.g. mastermind, issuance of 8Sgerve management) and thus would
be more likely to be prone to regulatory arbitréigen those activities that tend to have
domestically-focused functions (e.g. trading, stgyicustody of SCs).
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Table 1: Classification of SCs into activities anépplicable regulations®

Governing/controlling the SC 17 16 17 11 11 11 15 18 19 5
arrangement (“mastermind”)

Operating the infrastructure of the ¢ 18 20 16 7 11 11 17 20 21 3
arrangement (e.g. payment or

settlement system) 33 16 16 12 17 12 18 18 21 3
23 9 15 15 12 10 18 22 17 3
Issuing/redeeming SCs
21 11 13 17 13 10 21 21 17 6
Managing SC reserve assets
35 8 13 19 16 20 25 22 21 6
Providing custody for SC reference
assets 32 12 12 14 16 9 22 17 20 5
4 2 2 1 3 2 4 2 4 1

Trading/exchanging SCs (including
reselling to retail users)

Storing keys to access SCs (wallets)

36 Number in each cell indicate the number of respermeceived for a given activity and regulatigretye.g. 33 jurisdictions indicated that AML-CF Guéations exist and would apply to issuing/redegmin
of stablecoins.



Undertaking other type of activity

(please specify)
Cyber
Market /technology
Investor Consumer  conduct risk Safety and Data

AML/CFT  FMl/payments Competition  protection peotion  /integrity  regulation soundness  privacy Other
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Cross-border regulation and supervision of SCs

Most jurisdictions have some power with respectSGs arrangements operating in a
crossborder contexXf,whether it be SC activities provided out of a fgngurisdiction available

to a jurisdiction’s domestic customefSraph 3), or a SC arrangements operating domestically
offering services cross-border outside of the cguf@raph 4).

An authority’s regulatory/supervisory reach alspe&leds on whether the SC could be classified
under an existing regulatory framework. Most juletidns’ authorities would have the same
power with respect to SCs issued overseas but la@izitable to users domestically, so long as
the SC can be classified under the domestic regyl&iamework. Jurisdictions in AE generally
indicate having more powers both domestically dmdad.

A majority of respondents feel that internationabperation would be very or somewhat
important in regulating and supervising SC activifgraph_5), supporting cooperative
oversight and cross-border information sharing. (#hgugh the application of international
standards such as the PFRjlexisting regulatory regimes in geograpfiesr cooperation
mechanisms between authoriff@sor even considering the establishment of a ebosder
coordination mechanism or cooperation netwdrkonsiderations concerning cross-border
cooperation seem to be at an earlier stage in EMDESs

With regards to data on SCs that authorities ale tabcollect and exchange, including across
borders, this would highly depend on the actuadsifecation and regulation of the SC or SC

arrangement. If a given entity performing an atyivof a SC arrangement is regulated,

generally broad powers are available to authorite®llect data, e.g. on payment transactions,
exposures of financial institutions to SCs, investnd trading data (depending on the licensing
regime considered). In those cases, data shariggnisrally covered by existing cooperation

mechanisms in place with foreign authorities. Ghades arise where entities fall outside of the
regulatory perimeter.

w

7 Several so-called “stablecoins” have been meatiaas being available cross-border, with Tetherdtie leading one. A
non-exhaustive list also includes DAO, DAI, TrueUSISDPax, PAXGold, Everex, SGDR, 1SG, SDS, USDC, USDS
EURX, JPYX, GBPX, AUDX, NZDX, CNYX, RUBX, CHFX, CADX, GDX, SLVX.

38 More precisely, Responsibility E.

39 E.g. in Europe, under the passporting rules iftmmked entities, and through the supervisory agdlatory cooperation
mechanisms in place within the European Supervisathorities (EBA, ESMA and EIOPA).

40 Through existing or extended MoUs and similaateital/multilateral agreements between authorfées as offered by SSBs
such as IOSCO).

41 The existing arrangement for SWIFT has been raratl.
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Power that authorities have with respect to SC activities operating out of a
foreign jurisdiction available domestically (incoming)
Graph 3

Same power as if SC were operating domestically

Some power/depends

No power

Unclear/no response

o
—_
o

20
-
= emDE

Source: FSB

Power that authorities have with respect to domestic SC activities operating
overseas (outgoing)

Same powers as if SC were operating domesticall_

Some power/depends

Graph 4

No power

Unclear/no response

0 10 20
A
= evDE

Source: FSB
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Extent to which a jurisdiction would rely on cross-border cooperation to regulate
or supervise SC activity

Graph 5

Cooperation is essential/jurisdiction would rely
heavily on cooperation

Cooperation possible/jurisdiction would rely
somewhat on cooperation

No power

Unclear/no response

AE
EMDE

Source: FSB

Potential evolution of regulation

Graph 6 summarises responses concerning the potentiabtemol of regulation of SCs.
Changes in the structure of the SC (change in dmposition of the reserve, i.e. assets,
stabilisation mechanism), the rights associateit gexistence of changes in the claim on the
reserve assets), and the actual use of the SChgrgming a payment means, used for credit,
a change in scale of the adoption) could trigges-avaluation of its regulatory classification.
Some jurisdictions noted that a change in the eggoyt environment could influence existing
classifications.

Regarding risks that may not be adequately addiessgpondents noted that cross-border and
cross-sectoral issues would need to be considenedudly. Most jurisdictions stressed that
risks related to financial stability, monetary pgli monetary sovereignty, currency
substitution, consumer and investor protection, A®IET, data privacy and specific
operational risks linked to the underlying techgyidDLT/Blockchain) used by SCs would
need to be assessed further. The decentraliseter@#t$Cs systems has been underlined by
some as a complexity factor. Finally, risks of dagory arbitrage and the risk of not capturing
key activities within the regulatory ambit haveaalseen raised. Respondents also pointed to
more general risks with GSCs, which could becorsealsstitute to currencies (especially for
EMDEs, where also large and volatile capital flawesild become manifest through exchange
rates), retail deposits or safe assets, exacdobateruns, and disintermediate more traditional
financial institutions. Some respondents are cemfidhat, if a GSC system were considered a
payment system, existing frameworks (e.g. PFMI) @pply and cover risks adequately.

Most respondents indicated that adjustments tdiegisegulatory frameworks may be needed
in the future. A few respondents indicated thetemtion to take legislative action, either to
address missing parts in their regulatory regineeg. frading/exchanging, storing SCs), or to
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adopt a comprehensive framework (e.g. in the EUh ai potential new legislation for a
common EU approach to crypto-assets, including SCs)

Stablecoins-potential evolution of regulation
Graph 6

Have you identified any risks that may not be adequately
addressed through application of existing regulatory,
supervisory or resolution frameworks?

Do you see the need for adjustments to the existing
frameworks in your jurisdiction to address risks?

0 10
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Source: FSB

Policy development and considerations for the FSB

Graph 7 shows that jurisdictions from both AEs and EMDIEsisidered the potential large
number of users, the involvement of BigTechs, tbemptial cross-border usage of a GSC for
payments or remittances, and the ability for a @&6ecome a store of value to be the main
features of a GSC that would distinguish it frorhestSCs and could pose a greater risk to
financial stability and regulatory objectives pwdiby authorities.

Jurisdictions in the AEs tended to be more conakbiyea GSC's perceived reliability as a store
of value and the complex and decentralised natiee@®SC’s ecosystem. On the other hand,
EMDE jurisdictions expressed greater concern abdBSC being linked to foreign currency,
whether it be the service provided or redemptioluevaof a GSC being linked to foreign
currency.

Features of a GSC that would distinguish it from other SCs
Graph 7
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Potential large number of users

BigTech involvement

Perceived reliability as a store of value
Redemption value linked to multiple currencies
Redemption value linked to foreign currency(s)
Servies offered in a foreign country

Complexity and decentralisation of the ecosystem

Potentially substantial cross-border usage in
payments and remittance

Other

Source: FSB
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Annex 4: Details from standard-setting bodies on wix underway
BCBS

The Committee’s work on crypto-assets comprisezethbroad elements:

(i) vigilant monitoring of market and regulatory dev@ioents related to crypto-assets,
and an assessment of the impact of such developraarthe banking system;

(ii) the quantification of banks’ direct and indirecpesgures to crypto-assets and related
services through periodic data-collection exergiaes

(iii) an assessment of the appropriate prudential trestrifoe banks’ crypto-asset
exposures, and the extent to which this treatntemild vary based on different types
of crypto-assets.

In March 2019, the Committee published a newslettehe risks associated with crypto-assets.
The Committee noted that the continued growth gpto-assets has the potential to raise
financial stability concerns and increase risksetady banks, and that many types of
cryptoassets do not reliably provide the standeothemic functions of money issued or backed
by a government or public authority and are unsafely on as a medium of exchange or store
of value. The newsletter outlined a set of minimsupervisory expectations for banks that are
authorised, and decide, to acquire crypto-asset®aprovide related services.

The Committee published a discussion paper in Dbeen2019 to seek the views of

stakeholders on a range of issues related to tldeptial regulatory treatment of crypto-assets,
including:

® the features and risk characteristics of crypt@@sthat should inform the design of a
prudential treatment for banks' crypto-asset exgsswand

(i)  general principles and considerations to guidedisgn of a prudential treatment of
banks' exposures to crypto-assets, including astittive example of potential capital
and liquidity requirements for exposures to higtkgrypto-assets

The Committee is also assessing the supervisorpankl implications of GSCs, including the
role of banks acting as intermediaries, custodiangroviders of other services, and with
respect to liquidity risk, operational risk, and ANCFT risk.
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Committee on Payments and

Market Infrastructures @ nlcu_luscn
" BANK FOR INTERNATIONAL SETTLEMENTS

CPMI-IOSCO Preliminary analysis of the application of the PEMI to stablecoin
arrangements

Key points

* CPMI-IOSCO have undertaken a preliminary analysih® applicability of the Principles
for Financial Market Infrastructure (PFM#)to stablecoin arrangements.

e The PFMI are designed to apply to all systemicallyportant Financial Market
Infrastructures (FMI). The PFMI are based on a fienal approach and allow for a wide
range of organisational forms, institutional desigand arrangements.

« Stablecoin arrangements can be designed to caagga of functions and those functions
will determine the standards that will be appli8bdme stablecoin arrangements will be
designed to settle payments via a transfer meamapioviding a core function that meets
the definition of a payments system, as defineéirinex D of the PFM{2 However, other
stablecoin arrangements may perform a variety fiéréint FMI functions. Some of these
arrangements may be systemically important, hativegpotential to trigger or transmit
systemic disruptionWhere stablecoin arrangements perform systemicallymportant
payment system functions or other FMI functions tha are systemically important
(hereafter “systemically important stablecoin arrargements”), the PFMI apply to
such arrangements.

« To the extent that systemically important stablecai arrangements perform additional
functions not covered by the PFMI, they will be sufect to relevant standards for those
functions in addition to the PFMI. These standards may have interdependencies. For
example: the PFEMI (Principle 9) state that systathicimportant FMIs should use a
settlement asset with little or no credit or ligtydisk, and where commercial bank money

42 PEMI are available on the CPMI  and IOSCO bsites:
www.bis.org/cpmi/publ/d10la.pdf and www.iosco/bbgary/pubdocs/pdf/IOSCOPD377-PFMI.pdf.

43 Annex D of the PFMI statesA“payment system is a set of instruments, procedarel rules for the transfer of funds
between or among participants; the system includegérticipants and the entity operating the arrangent’ (Paragraph
1.10 of the PFMI).
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1.

is used this relies on the Basel standards for centiad bank$? Further work may be

needed to explore and lay out clearly the interddpecies of the PFMI with other
international standards, including how each adeémesthe risks associated with a
systemically important stablecoin arrangement’bitation activities.

» Regulatory or supervisory principles around consuand investor protection, data privacy,
Anti-money laundering (AML) and market integrityeaalso likely to be crucial elements
of the overall regulatory framework that would apid a systemically important stablecoin
arrangement. Cross border regulatory cooperatiirboevimportant given the potential for
regulatory arbitrage.

* The PFMI are technology neutral. It may be chalilegdor some systemically important
stablecoin arrangements to comply with the higindaeds of the PFMI, particularly for
those systemically important stablecoin arrangemdhiat are partially or highly
decentralisedNevertheless, systemically important stablecoin aangements will need
to adapt to meet them.

* Some clarification or interpretation may help explan how systemically important
stablecoin arrangements may comply with the PFMI, bt such clarification or
interpretation would not change the underlying principles that apply to a systemically
important FMI. Such clarification or interpretation would seeketglain how the PFMI
apply to organisations providing novel but systaiycimportant FMI functions and to
help such organisations understand what obsertimd@EMI, at minimum, will require of
their design choice€PMI-IOSCO envisage further work to explore the ned for such
clarification or interpretation.

Introduction

The Principles for Financial Market Infrastructur@3FMI) are designed to apply to all
systemically important Financial Market Infrasturets (FMI)* FMIs facilitate the clearing,
settlement and recording of monetary or other fongntransactions, such as payment,
securities, and derivatives contracts. They plagssential role in the global financial system
and the broader economy. If not properly managstisfean be sources of financial shocks,
such as liquidity dislocations and credit lossess major channel through which these shocks
can be transmitted across domestic and internafiimaacial markets. Responsibility E of the
PFMI provides the framework for cooperation amoegtral banks, market regulators, and
other authorities for promoting the safety andoggficy of systemically important FMIs.

44 Principle 9 (Money settlements) is applicable ystsmically important payment systems, securit&tiesnent systems and
CCPs.

45 The PFMI define an FMI in a broad sense amaltilateral system among participating institutigrncluding the operator
of the system, used for the purposes of clearittjjrgy or recording payments, securities, derivasi, or other financial
transactions. In particular, the PFMI apply to systemically portant payment systems (SIPS), central countéegart
(CCPs), central securities depositories (CSDs), sezsigettlement systems (SSSs), and trade redesi@Rs).
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This note describes CPMI-IOSCO’s preliminary anialys how the PFM¥ are relevant and
applicable to systemically important stablecoiraagements. Stablecoin arrangements can be
complex, consisting of multiple entities, possilbdgated in several jurisdictions and possibly
performing a mix of different FMI functions. Ultinely, how the PFMI are applied to a
particular systemically important stablecoin arremgnt would depend on the arrangement’s
specific design, characteristics, and featureschviwvould have to be addressed on a case-
bycase basis.

Preliminary analysis suggests that the PFMI providievant international standards for
authorities to take into account in (1) consideriagulatory approaches that may be appropriate
for systemically important stablecoin arrangemef#spromoting their safety and efficiency,
and (3) cooperating in fulfilling their respectiftenctions. While no need for an amendment of
the PFEMI is identified at this point in time, itneted that proposed and prospective systemically
important stablecoin arrangements may encountdlecigags in meeting some of the relevant
PFMI standards.

Certain functions of stablecoin arrangements mayolue the application of other
regulatory/supervisory frameworks in addition te #FMI. Moreover, related work is already
in progress in regulatory fora other than CPMI-IG@SE Thus, for systemically important
stablecoin arrangements, observing the PFMI foir thayment system function will be
necessary, but might not be sufficient for the allerrangement.

CPMI-IOSCO envisage conducting additional work talgse how particular aspects of the
PFMI may be applied to systemically important stabin arrangements. If this further analysis
reveals any gaps or the need for clarificationsy tvould need to be addressed, but this will
not amount to a derogation or disapplication of uhéerlying principle. CPMI-IOSCO will

coordinate with other international bodies to shmespectives and avoid duplication of work.

2. Rationale for PFMI application to stablecoin arrangements

The PFMI are expected to be applied to systemiaalportant FMIs. The PFMI are based on
a functional approaci and allow for a wide range of organisational forrimstitutional

designs, and arrangements of payment processe&eyHeatures of stablecoin arrangements
may, to a large extent, be comparable to thosawinent systems, as defined in Annex D of

46 The PFMI are made up of 24 principles that applgrie or more types of systemically important FNAsrthermore, five
Responsibilities apply to authorities supervisingowerseeing such FMIs. In particular Responsibiityaddresses
cooperation among central banks, market reguladami other authorities. Annex F applies to critemivice providers of
FMls.

47 A stablecoin arrangement, or particular partsethe may be classified as a different type of tatpa entity (i.e. not only
as a payment system) or a different type of regdlaictivity. Other regulatory/supervisory framewoikclude I0SCO
frameworks on Money Market Funds, Protection of @liéssets, and Crypto-Asset Trading Platforms, anathgrs.

48 The PFMI emphasise the service provided, notigsign choice: EMIs can differ significantly in organisation, futimn,
and design. FMIs can be legally organised in a @griof forms, [...] may be owned and operated by &rakibank or by
the private sector, [...] may also operate as forfjiror not-for-profit entities, [...] can be subjetd different licensing
and regulatory schemes within and across jurisdigid...] There can be significant variation in des@mong FMIs with
the same function.Paragraph 1.9 of the PFMI.
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the PFMI#° In particular, most stablecoin arrangements apfmebe inherently designed, at a
minimum, to settle payments via a transfer mechanishere “money settlemert’occurs,
e.g. when a “token” transfer is recorded on thearayement’s “ledger®! In such an
arrangement, the core activity of stablecoin areamgnts may be a payment system function.

A stablecoin arrangement is also designed to emhaanfidence in the value of the issued
“tokens”. Therefore, often “tokens” purportedly d&tacked” by funds, such as central bank
deposits, commercial bank deposits, and/or otrestasuch as securitigsThis is one means
by which a stablecoin arrangement may provide lalsation function.

Some stablecoin arrangements may also have antseface function (interfaces may differ
across stablecoin arrangements) that provides sipo@sts for users, e.g. wallets.

More broadly, some stablecoin arrangements maybasiesigned to provide services ancillary
to typical payment system services (e.g. some Bsliversus Payment (DVP) or CSD/SSS
type services) and may thus be of a “hybrid” FMtune.

Given that some stablecoin arrangements are desigmde used as means of payment,
CPMIIOSCO believe that, for purposes of this pratiany consideration of the application of

the PFMI, the existence of functions within a stabin arrangement not directly linked to

payments does not weigh against using payment regsi@s an appropriate proxy for

categorising stablecoin arrangements.

For the purpose of assessing the application ofPtRk!l to stablecoin arrangements, three
highlevel forms of stablecoin arrangements haven mmsidered. These forms attempt to
capture different potential approaches to the gomere of the arrangement as a whole, the
design of the “ledger” itself, and the unit of agnbthe settlement asset represents. The three
forms are:

1. Centralised stablecoin arrangements that aim tthéxprice of the token to a particular
fiat currency, have a central governance for aitfions of these arrangements, and use
a private and permissioned distributed ledger.

2. Partially-distributed stablecoin arrangements tieate their own unit of account, the
value of which is derived from a pool or baskeas$ets and do not necessarily have a
fixed exchange rate to a fiat currency. Theredsraral governance entity for the issue,
stabilisation and transfer mechanism, and the gement is based on a private

49 “A payment system is a set of instruments, procedanel rules for the transfer of funds between oomgrparticipants; the
system includes the participants and the entityatpey the arrangemeritParagraph 1.10 and Annex D of the PFMI.

50 Principle 9 (Money Settlements) is directly apable to this key function, since it covers thaaion when “an FMI conducts
money settlements on its own books”.

51 See Graph A.1 in Annex A of the G7 Working Graup Stablecoins (October 201®)yvestigating the impact of global
stablecoingavailable at https://www.bis.org/cpmi/publ/d18¥fp Graph A.1 provides a functional view of thatdecoin
ecosystem along three functions: Issues and dtatriéchanism, Transfer mechanism, User interface.

52 Principle 16 (Custody and investment risks) i®ctiy applicable to this key aspect of a stable@riangement, since it
addresses the need for an FMI to “safeguard its amhits participants’ assets” and to address thditc market, and
liquidity risks associated with the custody andeistment of these assets.
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permissioned distributed ledger. However, the ustarface is usually provided by
independent third party entities.

3. Highly-distributed stablecoin arrangemédthat have their own unit of account, the
value of which is derived from a pool or baskeas$ets and does not necessarily have
a fixed exchange rate to a fiat currency. A cengratity may govern the issue and
stabilisation mechanism. The transfer functionefigrmed on a public unpermissioned
distributed ledger meaning that no responsibleyeoéin be identified.
The user interface is provided by independent tbady entities

3. Systemic importance of stablecoin arrangements

As noted above, the PFMI are expected to be apmisgstemically important FMIs, and they
provide guidance for relevant authorities to asdbss systemic importance of payment
systems? Relevant authorities have also usually developset af qualitative and quantitative
factors to assess whether an FMI is systemicallyontant in their own jurisdictions which
could inform the assessment of the systemic impogaf a stablecoin arrangement for the
purpose of PFMI application. Several authoritiey i@ relevant for the purposes of assessing
the systemic importance of a stablecoin arrangedhento the number of functions a stablecoin
arrangement may carry out and the number of jurigatis in which it may operate. Additional
considerations could help in capturing specifisitief stablecoin arrangements including
oversight implications of different levels of detafisation.

4. Stablecoin arrangements and the application of PFMprinciples

Proposed and prospective developers of stableamangements may face challenges in
meeting some of the PFMI standards and may needrisider potential design changes in
order to ensure that the PFMI are observed.

Based on a preliminary analysis, the most releyamntciples for systemically important
stablecoin arrangements would appear to be Prexipl5, 7- 9, 11-12, 15-23, and Annex F,
given that stablecoin arrangements may performtioime that cut across a variety of FMI
classifications. Preliminary analysis suggests #fladf these may be of general application to
any systemically important stablecoin arrangemidotvever, there are some principles which
may be more challenging for systemically import&tablecoin arrangements to meet either due
to the uncertainty around what PFMI observance diadk like in practice for any stablecoin
arrangement or because of certain design choisesiased with partially and highlydistributed
stablecoin arrangements. The more decentralisedathengements are, the higher the
challenges may be.

CPMI-IOSCO’s preliminary analysis suggests that teyscally important stablecoin
arrangements would face varying degrees of diffycul observing the principles. While this

53 Such arrangements seem to be theoretical atttlys.s

54 The PFMI state that “.a payment system is systemically important if & thee potential to trigger or transmit systemic
disruptions; this includes, among other thingstays that are the sole payment system in a coanthe principal system
in terms of the aggregate value of payments; systeat mainly handle time-critical, high-value pagmts; and systems
that settle payments used to effect settlemerihar gystemically important FMIsParagraph 1.20 of the PFMI.
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is likely to create challenges primarily for thdiges themselves, it could also pose challenges
for authorities when it comes to their consideraid a stablecoin arrangement’s consistency
with the PFEMI.

As an initial matter, for most of the principle?KI-IOSCO preliminarily note that observance
would be challenging for both partially distributemhd highly distributed stablecoin
arrangements. Further, CPMI-IOSCO have identifiedesal principles that likely would be
challenging to observe for all types of stable@irangements. For these particular principles,
the precise application or interpretation may rebss be straightforward.

For example, Principle 1 states thah“FMI should have a well-founded, clear, transpaye
and enforceable legal basis for each material aspet its activities in all relevant
jurisdictions. Because the legal qualification of stablecoirfem is uncertain, stablecoin
arrangements may face challenges in establishiagefuired (domestic and cross border)
sound legal underpinnings. Moreover, protectionglennexisting legislation, including
payments law, settlement finality provisions andftot of laws regimes in local jurisdictions,
were not written with stablecoin arrangements imdniand in some jurisdictions may not
necessarily extend to such arrangements, leadipgdsible legal uncertainties in the absence
of guidance. These challenges are expected to be greater for partially-distributed or
highlydistributed stablecoin arrangements as it negyire a heterogeneous set of distributed
entities (operating, for example, the transfer naedm or parts of the user interface)
potentially being located in multiple jurisdictions function according to a common and
unified set of rules consistent with Principle 1.

Further, Principle 9 states that “an FMI shoulddwet its money settlements in central bank
money where practical and available. If central bank mgnis not used, an FMI should
minimise and strictly control the credit and ligitidrisk arising from the use of commercial
bank money.Stablecoin arrangements will still be expectedstiactly minimise and control
the credit and liquidity risk arising from their @den settlement asset, including when a
stablecoin arrangement provides settlement onwitslmoks. However, the characterisation of
the settlement asset in stablecoin arrangememgsgg.commercial bank money or not) may
not always be straightforward. Further consideratimuld also be useful to clarify how the
PFMI address stablecoin arrangements when a setiteamsset carries risk in addition to credit
and liquidity risk (i.e. market risk).

Table 1 summarises the preliminary analysis (stligechange and ongoing CPMI-IOSCO
review) on the application of the most relevanhgiples and Annex F to three high-level cases
of stablecoin arrangements.

Stablecoin arrangements and the application of the PFMI — Preliminary

analysis subject to change and review Table 1
Centralised stablecoin Partially distributed Highly distributed stablecoin
arrangement stablecoin arrangements arrangements
Principles

63



1 Legal basis

Applicable but challenging to
observe

Applicable but challenging to
observe

Applicable but challenging to
observe

2 Governance Applicable Applicable but challenging to| Applicable but challenging to
observe observe

3 Framework for Applicable Applicable but challenging| Applicable but challenging to

comprehensive management to observe observe

of risks

4 Credit risks Applicable Applicable but challenging to| Applicable but challenging to
observe observe

5 Collateral Applicable Applicable Applicable

7 Liquidity risks Applicable Applicable Applicable but challenging to

observe
8 Settlement finality Applicable Applicable but challenging to| Applicable but challenging to

observe

observe

9 Money settlements

Applicable but challenging to
observe

Applicable but challenging to
observe

Applicable but challenging to
observe

11 CSD

Applicable (to the extent
that the arrangements are
designed for
settlements) but challenging
to observe

asset

Applicable (to the extent that
the arrangements

are designed

for asset
settlements) but challenging
to observe

Applicable (to the extent that
the arrangements

are designed

for asset
settlements) but challenging
to observe

12 Exchange-of-value
settlement systems

Applicable (to the extent
that the arrangements are
designed for to Payment
versus Payment (PVP) or DVP
settlements) but challenging
to observe

Applicable (to the extent that
the arrangements are
designed for to PVP or DVP
settlements) but challenging
to observe

Applicable (to the extent that
the arrangements are
designed for to PVP or DVP
settlements) but challenging
to observe

15 General business risk Applicable Applicable Applicable

16 Custody Applicable Applicable but challenging to| Applicable but challenging to
observe observe

17 Operational risk Applicable Applicable but challenging to| Applicable but challenging to

observe

observe

18 Access and participation
requirements

Applicable but challenging to
observe

Applicable but challenging to
observe

Applicable but challenging to
observe

19 Tiered participation
arrangements

Applicable but challenging to
observe

Applicable but challenging to|
observe

Applicable but challenging to
observe

20 Links

Applicable but challenging to|
observe®

Applicable but challenging to
observe

Applicable but challenging to
observe

21 Efficiency

Applicable

Applicable

Applicable

22 Communication procedures
and standards

Applicable

Applicable

Applicable but challenging to
observe

55 To the extent that entities within stablecoin agements interact with other FMIs.
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23 Transparency Applicable Applicable but challenging to|Applicable but challenging to
observe observe

Annex F Applicable Applicable but challenging to|Applicable but challenging to
observe observe

Table 1 is intended to provide a high-level summairghe issues that CPMI-IOSCO have
identified to date based on its preliminary anay<cPMI-IOSCO do not intend for this

summary table to constitute guidance or legal awa which developers of stablecoin
arrangements should rely when considering poterdiedign choices. Going forward,

CPMIIOSCO envisage analysing further how particidgstemically important stablecoin

arrangements may comply with the PFMI. Some clkaiion or interpretation may help explain
how systemically important stablecoin arrangemenéy comply with the PFMI, but such

clarification or interpretation would not changeethinderlying principles that apply to a
systemically important FMI. Such clarification oterpretation would seek to explain how the
PFMI apply to organisations providing novel buttsysically important FMI functions and to

help such organisations understand what obserlm&EMI, at minimum, will require of their

design choices.

5. Application of Responsibility E to stablecoin arrargements

The PFMI Responsibilities are also applicable tdahaxities responsible for stablecoin
arrangements. In particular, Responsibility E pdegi that “central banks, market regulators,
and other relevant authorities should cooperatdn wéch other, both domestically and
internationally, as appropriate, in promoting taéesy and efficiency of FMIs.” Responsibility
E, together with its Key Considerations, providaesrang basis for cooperation among relevant
authorities for the regulation, supervision andreight of systemically important stablecoin
arrangements.

As a stablecoin arrangement may have other featum@grovide services in addition to those
of a payment system, and the services may be @d\wd a cross-border basis, a wider range
of authorities may have an interest or responsgybiiis-a-vis the stablecoin arrangement than
only payment system supervisors and oversight aitigsd In addition, partially distributed or
highly distributed stablecoin arrangements may padditional challenges. Therefore, it is
important to identify and engage the potentiallgdater set of relevant authorities. Hence the
range of authorities that should cooperate coulaviober. CPMI-IOSCO envisage analysing
further whether additional considerations woulchke&ful to achieve appropriate cooperation
among relevant authorities.
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I0SCO

On 23 March 2020, IOSCO published a report on “@l@tablecoin Initiatives®® The report
includes a discussion, at a high level, of how sofiteerelevant IOSCO Principles, Standards,
Recommendations and Guidance (IOSCO Standardsyl apply to GSC proposals. For
purposes of the discussion on IOSCO Standardsefuet used a hypothetical case study of a
stablecoin that could act as a global currency @oténtial financial infrastructure used for
domestic and cross-border payments, which useseavee fund and intermediaries to seek a
stable price vis a vis a basket of low volatilityrencies. The report’s discussion of how this
hypothetical case study could interact with theitemf securities regulators could apply to
other GSC proposals, depending on their specifsigdeand their legal and regulatory
characteristics and features. The report does raige an account of how any particular
jurisdiction’s domestic regulation might apply t&G proposals.

The majority of IOSCO'’s report explores the potaindipplication of IOSCO Standards to the
“back-end” of a hypothetical GSC, including the mgement and structuring of the reserve
fund; the creation and redemption of coins; coibiteage; and potential secondary market
trading of the coin. The report also contains dipieary analysis of the CPMI-IOSCO
Principles for Financial Market Infrastructures.

Policy Recommendations for Money Market Funds (20127

Stablecoin arrangements that use a reserve fukeethe secondary market price in line with
the value of the referenced basket or assets inefegrve may have features that resemble a
collective investment scheme, a securitised prodactother type of security. Certain
characteristics of these reserve funds may beainalmoney market funds, particularly with
respect to portfolio construction, and market imediaries may be considered to be acquiring
a debt instrument. On this basis, Recommendatipi®s 9, 13 and 14 of thkDSCO Policy
Recommendations for MMFs (2018ay be the most relevant.

Recommendations Regarding the Protection of Cliemssets (2013f

In a stablecoin arrangement, a reserve fund oritfis of the authorised participants (APS)
with respect to the reserve fund, might be consuiersecurity (e.g. an MMF, other collective
investment scheme, or other security). Any thirdypparticipants in GSC proposals involving
such securities need to assess whether they argmsgiding regulated activities, including
safeguarding activities. Intermediaries and otlivend (such as investment firms, custodians,

56 https://www.iosco.org/library/pubdocs/pdf/IOSCOP DGl

57 http://www.iosco.org/library/pubdocs/pdf/IOSCOP D38,

58 Recommendations Regarding the Protection of Clissefs Consultation Report
https://www.iosco.org/library/pubdocs/pdf/IOSCOP D4, Final Report
http://www.iosco.org/library/pubdocs/pdf/IOSCOP D43H.
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banks, payment services, e-money or trust compgthashold or control client assets as part
of their regulated business need to follow specifles designed to protect client assets.

Principles for the Regulation of Exchange Traded Fods (2013°

Certain features of a reserve fund may exhibitlsinuharacteristics to exchange traded funds
(ETFs) and other exchange traded products (ETBsgXample, a stablecoin arrangement may
use intermediaries acting similarly to APs to dffeansactions of fiat currency and the coin,
facilitating redemptions and providing liquidity tmin holders. The role of the APs includes
establishing the demand for a coin and distributimg coin received through third party
platforms to customers. This could be akin to tile of APs that purchase and redeem ETF
shares, and distribute ETF shares to the publi&AO’s Principles for the Regulation of
Exchange Traded Funds (2013) make a number of\adigers on the role of APs and set out
nine principles that regulators could considerHoFs.

Issues, Risks and Regulatory Considerations Relatinto Crypto-Asset Trading Platforms
(2020%°

Coin distribution could occur through APs that ditg interact with the reserve fund (to mint
or burn the coin) and such APs may use crypto-dssding platforms (CTPs) to buy and sell
the coin. As such, CTPs could be the main seconaamnket where users buy and sell coins.
Where a securities regulatory authority has detegthithat a crypto-asset or an activity
involving a crypto-asset falls within its jurisdi@h, the basic principles or objectives of
securities regulation should apply. The 2020 repedcribes some of the issues and risks
associated with the trading of crypto-assets on <CTPdescribes key considerations and
provides toolkits that are intended to assist r&guy authorities who may be evaluating CTPs
within the context of their regulatory framework3TPs may need to be regulated as trading
venues and meet relevant domestic requirementsterdational standards.

Principles for Financial Benchmarks (2013%*

If any stablecoin pricing, or the value of any asdkat are linked to the stablecoin, is used in
the future to price or be the basis for the priteestain financial instruments, including those

traded on a regulated venue (such as a fund aradiees), there is the possibility the stablecoin
or the value of the linked assets could become rectbeark. In turn, depending on the

jurisdiction, the administrator of the benchmarlghtibe carrying out regulated activity and

need to be authorised. The principles outlinedhis work are useful as a starting point to
understand the areas of risk and key mitigantsdtiresss inherent risks in calculating and
publishing prices.

59 https://www.iosco.org/library/pubdocs/pdf/IOSCOP D44,

60 https://www.iosco.org/library/pubdocs/pdf/IOSCOP DGt
61 https://www.iosco.org/library/pubdocs/pdf/IOSCOP D4

62 https://www.iosco.org/library/pubdocs/pdf/IOSCOPD3%8.
67




Principles for the Regulation and Supervision of Coimodity Derivatives Markets®?

IOSCQO’s work on derivatives products may be reléuwatwo distinct ways. First, a coin itself
could potentially be regarded as a derivative,vilagi its value from an underlying basket of
financial assetd.€. a reserve fund). Secondly, future derivatives potsl could be introduced

that would use the coin as the underlying asset fnnich they derive their value.

The following three I0SCO principles on commodisrigatives are potentially relevant: 1)
economic utility (contracts should meet the risknagement needs of potential users and
promote price discovery of the underlying commadit@) transparency (information
concerning a physical commodity derivatives cornsaerms and conditions, as well as other
relevant information concerning delivery and prigishould be readily available to authorities
and market participants; and 3) review of evolvprgctices (authorities should have, or
contribute to, a process to review the perimeteegtilation to ensure that they have the power
to address evolving trading practices that mightitein a disorderly market).

Cooperation and information exchange

Given the cross-border nature of global stablecadingll be important that markets regulators
and other financial supervisors cooperate amoimgshselves to reduce the risk of regulatory
arbitrage through fragmentation. These regulatogperation tools, both with other securities
regulators and with banking and payments regulatans strengthen the ability of authorities
to protect their domestic investors and ensurdestalm market transparency.

In this context, the IOSCO Principles covering Camapion in Regulation could be important
when assessing global stablecoin arrangements)dpueaging a broad range of cross-border
cooperation and information sharing. The relevaimqiples are:

e [OSCO Principle 13 - The Regulator should have authority to sharé Ipoiblic and
non-public information with domestic and foreigruaterparts.

e [OSCO Principle 14 - Regulators should establish information shanmgchanisms
that set out when and how they will share both igudotd non-public information with
their domestic and foreign counterparts.

e 10SCO Principle 15- The regulatory system should allow for assistande provided
to foreign regulators who need to make inquirieghadischarge of their functions and
exercise of their powers.

Enforcement Cooperation

IOSCO’s Multilateral MoU Concerning Consultationda@ooperation and the Exchange of
Information (MMoU) and the Enhanced Multilateral MoConcerning Consultation and

Cooperation and the Exchange of Information (EMMoul) be relevant and may facilitate

exchange of relevant information amongst membeiis r@spect to enforcement.

The MMoU, developed based on the Principles 13aridt 15 above, assists the signatories to

the MMoU to exchange confidential information (iding banking records, data, documents,

metadata, recordings, and images, among otherd)elp them enforce their laws and

regulations. Currently, there are 124 authoritiest fare signatories to the MMoU, both from
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developed and developing jurisdictions. I0SCO’s MM&creening Group assesses and
determines whether the prospective signatory ftdiyplies with the standards of cooperation.
Only applicants that fully comply with the standsuaf cooperation are admitted as signatories.
IOSCO’s MMoU Monitoring Group, monitors jurisdichie’ adherence to the MMoU.

The IOSCO Enhanced MMoU (EMMoU) covers new areadyuding subscriber records held

or maintained by internet service providers, amgoelectronic communication providers, who
are located within the jurisdiction of the requeséaithority, that identify subscribers (name
and address), payment details, length of serwyge of service utilized, network addresses,
and session times/dates and durations.

Supervisory Cooperation

Due to their inherently cross-border nature, glaablecoins are also likely to create the need
for cooperation in the area of supervision. Suemny cooperation will therefore be essential
to enable cooperation and coordination between laggy authorities. In that context,
IOSCO'’s Principles on Cross-Border Supervisory Gvafon published in 2010 can assist
securities regulators in determining the form adperation best suited to the regulatory task at
hand and by outlining the critical issues that tegus should agree upon outside of
enforcement matters. These Principles remain valithe context of stablecoins as they can
assist financial regulators in identifying commamcerns.

One tool — for example — that is discussed withenReport is the use of supervisory colleges.
In the securities area, IOSCO published a Repo$upervisory Colleges for Credit Rating
Agencies in 20182 noting the challenges that the dispersion of itionally active CRAs
present for domestic supervisors and promotingue of colleges for these internationally
active CRAs. Global stablecoins may similarly hglabal reach and raise novel risk issues;
and can benefit from the supervisory cooperatignlieg to CRAs as indicated in IOSCO'’s
Report.

However, to achieve effective cross-border ovetsigifiormation sharing is also an important
condition of any cooperation agreement. Many jucisohs have therefore used the sample
annotated MoU developed by IOSCO in designing theéateral supervisory arrangements.
These types of agreements may also need to beredpior stablecoins as part of a wider
supervisory cooperation strategy.

Deepening supervisory cooperation was identified &sy area to explore further by IOSCO
and its Members in its Report on Market Fragmentatind Cross-Border Regulatiéh.
IOSCO will therefore investigate ways to encouragpervisory cooperation, beginning with
a review, as appropriate, of the 2010 PrinciplesSiapervisory Cooperation and a review of
the use of supervisory colleges to identify goagicpices in the establishment and conduct of
existing and future colleges. Where appropriateS@0O will also identify practical issues

62 https://www.iosco.org/library/pubdocs/pdf/IOSCOP D448

63 https://www.iosco.org/library/pubdocs/pdf/IOSCOPDGRE.
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which could be raised or usefully addressed throzagjleges and potential ways to increase
their use. This work may provide further insighds the supervision of stablecoins.

Finally, IOSCOQO’s 2015 Report on Cross-Border Retjoiaprovides authorities with a toolkit
of cross-border regulatory options and considenatid his toolkit has been used by authorities
in other financial sectors and may assist reguddatodeveloping, implementing and evaluating
cross-border approaches with regards to stabletoins the futuré?

Annex 5: Potential elements that could be used taetermine whether a stablecoin qualifies
as a GSC

A stablecoin’s global systemic importance couldrbeasured in terms of the impact that a
stablecoin arrangement’s failure can have on tbkajlfinancial system and wider economy.

Given that a stablecoin may be used as a meares/ofgnt or store of value, and could be used
in multiple jurisdictions, the criteria to be cotsied in determining a GSC would need to take
into account the potential uses in multiple jum$idins. Taking reference from existing
approaches such as the criteria that are ofteridemesl in determining the need for or degree
of regulation, supervision, and oversight of FMRFMI, 2012), and global systemically
important banks (BCBS, 2013), potential elemends$ tould be used to determine whether a
stablecoin qualifies as a GSCs could include facsach as:

(1) Number and type of stablecoin users
(i) Number and value of transactions (iii)Size of reserve
assets

(iv)  Value of stablecoins in circulation

(v) Potential substantial cross-border use in paynmamsemittances;

(vi)  Number of jurisdictions with stablecoin users

(vii)  Market share in each jurisdiction

(viii) Redemption linked to a foreign currency or multiplerencies

(ix)  Interconnectedness with financial institutions

(x) Available alternatives to using the GSC as a meapayment at short notice (xi)
Business, structural and operational complexity

6410SCO Task Force on Cross-Border Regulation FiregldR:.
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