‘Global Stablecoin” Challenges: Response to FSB Consultation Document

Summary

Serviceable Recommendations, Bad Taxonomy

The consultative document contains serviceable “High-Level recommendations to address the regulatory,
supervisory and oversight challenges raised by [certain monetary] arrangements”, subject to four
regulatory suggestions (pgs. 24, 27) and one set of policy suggestions (pg. 2).

Unfortunately, the ontological domain the recommendations are intended to address is misconceived.
Compounding this, the analysis is biased toward, indeed predicated upon, a particular technical approach
to implementing the functions and activities of such media — one that may prove to be nothing more than
a trendy, but ultimately discredited and abandoned, fad'. Viewing the challenge through this combination
of distorted lenses has resulted in a deeply flawed taxonomy which should be scrapped outright.

The relevant ontological domain, the “arrangements” that warrant consideration, are those pertaining to
the prospect of privately issued (digital) moneys, especially those which might, if permitted, attract
international usage for payments. A proposed alternative set of defined terms is provided in Appendix 5.

Willful blindness

There is also a noteworthy irony in the fact that this document highlights efforts to discover appropriate
regulation and oversight for media that, other than a remarkably bizarre exceptional category (examined
below), at least entail ‘backing’ with assets of some sort — while ignoring the thousands of unbacked (play
money and/or unregistered securities) ‘cryptocurrencies’, the most prominent of which owed their
creation and emergence to their creators’ overt intent to defy government authority?, particularly in
relation to their provision of powerful anonymity features. This phenomenon of blockchain and so-called
Distributed Ledger Technology (DLT)—effectively celebrated and legitimized by this consultative
document—has resulted, arguably, in a lost decade of unprecedented malinvestment and rampant
criminality. Moreover, in addition to giving the scofflaw creators and promoters of such media a pass (no
oversight there!) the document even contemplates models whereby these unbacked anonymous media
themselves might serve as the backing for so-called stablecoins. This is a bad idea that should not be
countenanced by the FSB.

Facebook/Libra/Novi

It is painfully obvious that the current impetus and sense of urgency on the part of regulators and policy
officials to cobble together this consultative document reflects an effort to come to grips with the
prospect of Facebook/Libra (and now Novi). The very term “Global Stablecoin”, the designated topic
examined in this consultative document. was ‘coined’ specifically for this purpose.

! Ironically, even Facebook’s new Novi scheme appears likely to employ a “Hosted Wallet” arrangement in which
P2P transfers are “off-chain”...meaning that all of the “blockchain” and “DLT* noise of Libra has practically nothing
to do with Facebook’s current strategy to provide in-app payments to its billions of Monthly Active Users (MAU).

2 This is articulated constantly, though typically glossed over. A recent example by one of Bitcoin’s perennial
cheerleaders in Forbes: “Bitcoin has increasingly been adopted by Wall Street and the world's biggest financial
institutions since its 2017 price explosion but remains a tool to fight government control”.
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It is a certainty that, sooner or later, privately issued brands of money will emerge that attract such
significant international usage for payments as to potentially exert systemic effects.

Facebook/Libra/Novi may (or may not) be one of them and, given the fact that Facebook is the prime
mover behind the Libra Association, its emergence could pose entity-specific risks. | will therefore explore
Facebook/Libra/Novi-specific considerations. To preview however, the key to forestalling a potential
Facebook/Libra/Novi nightmare scenario will not lie in embedding tricky de facto Libra-specific poison
pills in the needed international framework. Instead, the key will be to be prepared for the lawyered-up
stratagems Facebook/Libra/Novi will deploy to make a mockery of whatever privacy, anti-trust and
possibly AML/CFT safeguards you come up with.

Forest and trees

| will argue that Facebook/Libra and, in reaction, the FSB, G20, BIS, IMF, BoE and all the rest of you have
lost the plot with this “global stablecoin” lingo. The real issue that needs to be addressed is privately-
issued money and in particular its role in cross-border payments. Central bank sponsored initiatives
examining this area have so far been barking up the wrong tree and the needed breakthrough may well
require one or more well-conceived private sector entities, offering alternatives to SWIFT that would
extend the efficiencies possible with domestic single-currency clearinghouses to cross border payments.

Indeed, the FSB has articulated?® the imperative of ‘enhancing cross-border payments’, going so far as
to ask: “How can the public and private sectors help to catalyse improvements...” and “Are there
initiatives that public authorities could take to enhance key payment infrastructures...?”. It may be that
one or two authorities will lead on initiatives that indeed help to catalyse projects by such well-
conceived private sector entities for such new infrastructures by (a) streamlining regulatory
frameworks, especially cross-border; (b) issuing ‘challenges’, i.e. inviting, publishing and validating
proposals, aligned with those streamlined framework(s); and (c) supporting the creation of structures
within existing regional/international fora to facilitate wider collaboration, engagement and adoption.

As long as such entities—any of which would be fine with seeking licensing or official permission to
operate in multiple jurisdictions, and operating in conformity to such—have no clear path for developing
and deploying infrastructure utilities that could be transnational, you are playing into the hands of the un-
backed unsound cryptocurrency mongers who seemingly have no need to concern themselves with such
niceties as regulatory approval.

Crypto-conceits

As suggested above, the presumption that blockchain and/or so-called Distributed Ledger Technology
(DLT) comprise the apotheosis of human technical progress may be invalid. | will offer an alternative, more
critical, assessment of the foundational dogmas of crypto-this'nthat. See Appendix 1: Debunking
Blockchain and DLT.

Algorithmic chicanery

There is an additional grave flaw in the consultation document, so egregious as to call into question the
competence of regulatory authorities who seek to take on responsibility to ensure the effectiveness of
“risk management frameworks...with regard to reserve management [and other] requirements.” It is the

3 FSB: ‘Enhancing Cross-border Payments - Stage 1 report to the G20’, Apr 2020
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blithe acceptance of the fraudulent conceit that an exchange rate peg to any designated external anchor
asset might be sustainably maintained by “algorithmic” means and/or with an insolvent balance sheet
(i.e. partial “backing”). An already deployed implementation of this worse-than-Ponzi scheme ‘confidence
game’ will be examined for purposes of illustration.

Flawed Ontology leads to bad taxonomy

The consultative document, while rightly acknowledging “public policy goals are meant to be technology
neutral” adopts a taxonomy that is anything but. The classification scheme and defined terms set forth in
the consultative document all derive from two misconceived ontological distinctions, the first of which is
premised on unrecognized advocacy of what may be nothing more than a technological fad:

e Account-based vs. token-based money,
e Virtual/digital as a meaningful and/or appropriate criterion for distinguishing government-issued
from privately-issued money.

Account-based vs. token-based money
Brunnermeier et al, following Kahn and Wong, recites:

“There are two main forms of money: account-based money and token money.”
Kahn, Rivadeneyra, Wong® express this distinction as:

“Many of these new systems are “token-based” — that is, they rely on identification of the object being
transferred as a means of payment rather than relying on identification of the individual whose account
is being debited”

And Kahn® elaborates:

“It has long been noted that payments arrangements can, generally speaking, be divided into two
categories: token-based and account-based systems. The fundamental distinction between the two is
identification requirements. In a token-based system, the thing that must be identified for the payee to
be satisfied with the validity of the payment is the “thing” being transferred — “is this thing counterfeit or
legitimate?” In an account-based system, however, the identification is of the customer — “Is this person
who he says he is? Does he really have an account with us?”

Before digging into this alleged account vs. token distinction—which is foundational to the whole
ontological/taxonomic edifice that has resulted in this consultative document focused on “stablecoins” as
a category of global regulatory attention—it is instructive to note how the high priests of Libra use the
terms. The “The Libra Blockchain” technical protocol exclusively uses the word “account(s)” (116
occurrences) and eschews usage of the word “token” (0 occurrences, in any form of the word). (It does
however make liberal use of the word “coin(s)” —in every case using it to reference some particular brand
of money).

4 Brunnermeier, 2019; “THE DIGITALIZATION OF MONEY”; NBER Working Paper 26300;
5 Kahn, Rivadeneyra, Wong, 2018; “Should the central bank issue e-money?”
6 Kahn, 2016: “How are payment accounts special?”
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Token-based vs. account-based is a non-difference. The crypto community, in Emperor’s New Clothes’
fashion, has imprinted credulous less-techie people with the meme that their digital “tokens” are self-
contained embodiments of value, analogous to the (anonymous) physical tokens—currency?, i.e. paper
cash and coins—issued/minted by government monetary authorities.

In both ‘cases’ (account or so-called token), the “thing” or “object” being transferred is a payment
instruction, designating payment amount and recipient payment coordinates. Verification of identity—
though it may or may not have been a prerequisite to obtaining access credentials for the transaction
system/network, depending on whether participation rights are granted on a permissioned basis—does
not come into play in the processing and execution of particular transactions. What matters is whether
the payment instruction can be authenticated and processed in accordance with the requirements of the
system. In both cases, if the instruction is authenticated and the transaction persisted to whatever sort of
ledger the system is organized around, some balance—whether styled as a ‘wallet’ or an ‘account’
balance—of the recipient/beneficiary of payment will be incremented.

Suppose a system is established that involves all the latest flashy blockchain or DLT atmospherics
(perhaps, like >268,000 other brands of ‘tokens’, itimplements the ERC-20 token protocol) but the system
is implemented as to require a permissioned wallet tied to a rigorous identity verification and due
diligence system. (For example, perhaps the participant’s access key must be cryptographically signed by
the administrative entity responsible for granting system access permissions as a prerequisite to its
activation). Does this mean it has become an account-based system?

Moreover, consider Kahn’s notion that entails the payee making a judgment as to whether the
thing/object—whatever it is, whether some self-embodied quantum of value or a payment instruction—
is non-counterfeit. Payment instructions, whether or not styled as tokens, are not transmitted to the
recipients/beneficiaries of payment for evaluation, processing and execution. They are transmitted to
some system which is external to the client software on the beneficiary’s device, where, if they can be
authenticated as valid in accordance with the technical protocol and business rules of that system, are
persisted to a ledger resulting in an increment in some balance of the recipient/beneficiary. All that the
recipient sees is a notification that payment has been received.

Additional absurdity comes into play in relation to the recipient/beneficiary being able to rely on the
notification —whether she is “satisfied” with its validity’. Suppose the recipient/beneficiary is a merchant
who must determine whether to release goods/services for delivery on the strength of the notification
received. With Bitcoin, the ur-crypto where all this token-babel began, a recipient needs to wait until the
payment is six blocks deep on the blockchain, an interval of about an hour, to warrant sufficient
confidence the payment will not be reversed. Contrast that to the historic counterexample involving an
overtly account-based system set forth in Appendix 3. This system, a full decade prior to Bitcoin, provided

7 Or, more aptly—given the decades-long role of the self-styled “cypherpunks” in promoting “crypto” this and that,
most recently blockchain and DLT—‘the cool kids’ new clothes’.

8 See discussion below of the FinCEN 2013 exercise in sophistry involving “virtual currency”

% Note also how Kahn is concerned with the payee being satisfied in his token litmus test, while the provider of the
payment account, presumably the financial institution, is glibly substituted in the last sentence. But neither
perspective is relevant to whether the payment instruction is executed. That is strictly dependent on whether the
authentication credentials being presented to the authentication protocol pass muster, regardless of who or what
might be presenting them.
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notifications of payments that had been received, with cash-like finality, which could be cryptographically
(and automatically) authenticated by the recipient...the entire payment and notification process requiring
less than one thousandth the latency, less than one ten thousandth of the system/infrastructure costs
and essentially none of the ecological devastation of a Bitcoin payment.

These ‘token’ misconceptions are so central to the ‘coin’ nonsense that arises from them as to warrant a
deeper dive.

The mystique of ‘Tokens’

One is actually hard pressed to find a succinct and precisely abstracted definition of “token” in the
computing or cryptographic context expressed in laymen’s terms. More commonly one sees sophomoric
explainers such as https://www.bitdegree.org/tutorials/token-vs-coin/. But its technical definition, as a
datatype (as in the W3 XML schema), is quite straightforward. See also IBM’s reference.

A token, functionally, can be thought of like a ticket, possession of which affords access to a resource. But
in the relevant domain of computing, a token is simply a string of characters. Tokens are used in a variety
of contexts and applications including the establishment and operation of a network of computers and
closely related strategies for securing and authenticating communications.

Use of the term ‘token’, in terms of which sort of strings are referred to as tokens, has evolved over time
— most likely due to a paucity of synonyms. For example, if you set your preferred internet search utility
to a date range prior to, say, January 2008, and search using terms such as ‘cookie’ ‘session’ and ‘token’
you will not uncommonly find “session ID”s (correctly) referred to as tokens. For example, this from
Oracle described their “Access Manager Session Service” (for managing visitor/customer access to
websites):

“The session token, also known as a sessionID, is an encrypted, unique string that identifies the specific
session instance. If the session token is known to a protected resource such as an application, the
application can access the session and all user information contained in it. In Access Manager, a session
token is carried in a cookie. A cookie is an information packet generated by a web server and passed to a
web browser.”

Use of the word “token” to refer to Session IDs is no longer in style, possibly because the term was needed
to distinguish an enhancement of TLS°—the technology for securing internet connections that
superseded Secure Sockets Layer (SSL)!*—called “token binding”.

This reflects the fact that, more and more in recent decades, applications that entail usage of tokens
implement cryptographic techniques such as hash functions and asymmetric encryption involving
private/public key pairs, regardless of whether they secure bank-provided apps or other account-based
systems. Yet it remains perfectly correct usage to refer to all manner of strings, encrypted or not, as
tokens. As of July 2020, Visa continues to offer its Visa Token Service which basically substitutes some
other string of characters for a “Primary Account Number (PAN)”, thereby “tokenizing payment cards for
e-commerce and mobile payments (HCE and OEM Pay wallets) but also bank account numbers for

10 Transport Layer Security
1 The URL’s/URI’s for websites/APIs that support secure connections via technologies such as TLS (and previously
by SSL) are prefixed by “https” instead of the “http” used for insecure connections.
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ACH/real-time payments, as well as cryptocurrency wallets.” This usage of the term “tokenizing” or
tokenization is fully valid from a technical standpoint and does not change the fact that both credit cards
and bank accounts are “account-based systems”.

The point of this discussion is that the proposed taxonomy in this document, which contains “coin” and
“stablecoin” is based on:

e This bogus distinction between “account-based money” and so-called “token money”*? that has
been imbued on credulous monetary economists by techie people.

e A predisposition among non-technical people to conflate the concepts of “coins” and “tokens”
which, though apt in the physical realm, is quite misleading in relation to digital assets,

From token to coin

English speakers have a linguistic predisposition to conflate the concepts of “coins” and “tokens”. Token
and coin also end up being used almost interchangeably in crypto-babble. This is evidenced by the
innumerable articles, especially about Bitcoin, embellished with seemingly obligatory pictures of little
golden colored coins decorated with the B symbol.

But neither Bitcoin transactions nor payments with any other popular cryptocurrency involve anything
that could appropriately be referred to as ‘coins’.

There are two essential concepts that comprise coin’ness.

e A coin embodies a fixed discrete number of units of the brand of money in relation to which it is
minted. With USD, a dime always embodies ten one-hundredths of a dollar (i.e. cents), unlike a
payment, payment message or payment instruction, the amount of which can be specified with a
continuous variable.

e A coin is also a bearer medium. Whoever finds and appropriates a lost quarter lying on the
sidewalk effectively becomes the owner of the value it embodies. The value of a coin can be
realized (e.g. spent) without applying it toward incrementing a ledger balance maintained by a
third party (such as depositing it into an account).

Before proceeding, it is worth pausing to also focus a moment on the notion of a bearer medium because
it has also attracted a lot of disputatious nonsense. Usage of a bearer medium, such as paper cash or
coins, normally enables significant anonymity (if desired) and poor traceability. But the reverse logic, that
a system that is not bound to verified identity and which affords anonymity and untraceability is therefore
a bearer system, is not correct.

If | intercept a Bitcoin (or any other crypto-) payment instruction that was not directed to an address |
control, unlike a coin, it is useless to me.

It is inappropriate to use a term of such specificity as “coin”, especially when the canonical examples of
these digital coins are so incongruous with any reasonable sense of what coin’ness might mean. It is mere
branding and it is untoward when experts who should know better adopt such usage with the solemnity

» u

12 The consultation document uses the word “token” as a superset of “coin”, “security” and “utility” tokens.
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of courtiers vying with one another in the effusiveness of their flattery of their naked emperor’s new
clothes.

There are over 7,500 brands of cryptocurrencies with exchange rates tracked on the
https://www.coingecko.com/en page. Looking at just the first 100, seven use the word “coin” in their
brand name, three “cash” (one, Bitcoin Cash, uses both) and seven employ “token”. The point is that
coming up with a catchy brand name is hard, and one strategy—the alternative to conjuring up something

completely novel and non-descriptive (Cardano? Zilliga?)—is to employ words people already associate
with the product or line of business a company is in.

This has happened before: the tortured semantics of “virtual currency”

In 2013, FinCEN issued guidance regarding “virtual currencies”. There were two striking similarities to this
current exercise in devising ill-advised neologisms:

e Dread of Facebook, combined with overestimation of its prowess/competence in the domain of
alternative moneys,

e Hesitation to call a spade a spade, to wit “what might people think if we refer to such phenomena
as ‘privately-issued money’!?”

While the term “virtual currency” had been used as early as 2004 to describe pre-paid sums held on
account for purchase of “virtual property” in ‘Massively multiplayer online role-playing games
("MMORPGs")’, it was not until Facebook embraced the notion (for its captive games such as Farmville)
and then announced ambitious plans for its ill-conceived Facebook Credits (e.g. “Imagine Facebook
Credits as more like a euro, which makes it easy to spend money across countries.”) that FinCEN mobilized
to weigh in on the topic.

FIN-2013-G001
Issued Date: March 18, 2013

Guidance Subject: Application of FinCEN's Regulations to Persons Administering, Exchanging, or Using
Virtual Currencies

"FINCEN'S REGULATIONS DEFINE CURRENCY (ALSO REFERRED TO AS "REAL" CURRENCY) AS "THE COIN AND PAPER
MONEY OF THE UNITED STATES OR OF ANY OTHER COUNTRY THAT [1] IS DESIGNATED AS LEGAL TENDER AND THAT [li]
CIRCULATES AND [IlI]] IS CUSTOMARILY USED AND ACCEPTED AS A MEDIUM OF EXCHANGE IN THE COUNTRY OF
ISSUANCE." IN CONTRAST TO REAL CURRENCY, "VIRTUAL" CURRENCY IS A MEDIUM OF EXCHANGE THAT OPERATES
LIKE A CURRENCY IN SOME ENVIRONMENTS, BUT DOES NOT HAVE ALL THE ATTRIBUTES OF REAL CURRENCY. IN
PARTICULAR, VIRTUAL CURRENCY DOES NOT HAVE LEGAL TENDER STATUS IN ANY JURISDICTION. THIS GUIDANCE
ADDRESSES "CONVERTIBLE" VIRTUAL CURRENCY. THIS TYPE OF VIRTUAL CURRENCY EITHER HAS AN EQUIVALENT
VALUE IN REAL CURRENCY, OR ACTS AS A SUBSTITUTE FOR REAL CURRENCY.”

It is instructive and, | will argue, highly relevant to the current context to closely examine this previous
semantic exercise.

Sentence 1:

“FINCEN'S REGULATIONS DEFINE CURRENCY (ALSO REFERRED TO AS "REAL" CURRENCY) AS "THE COIN AND PAPER
MONEY OF THE UNITED STATES OR OF ANY OTHER COUNTRY THAT [1] IS DESIGNATED AS LEGAL TENDER AND THAT [11]
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CIRCULATES AND [11I] IS CUSTOMARILY USED AND ACCEPTED AS A MEDIUM OF EXCHANGE IN THE COUNTRY OF
ISSUANCE."

They were mostly on solid ground here. 31 CFR § 1010.100 — General definitions, (m) Currency, was cited
accurately, with the addition only of the lower-case Roman numerals.

“THE COIN AND PAPER MONEY OF THE UNITED STATES OR OF ANY OTHER COUNTRY THAT IS DESIGNATED AS LEGAL
TENDER AND THAT CIRCULATES AND IS CUSTOMARILY USED AND ACCEPTED AS A MEDIUM OF EXCHANGE IN THE
COUNTRY OF ISSUANCE.

IM

Yet they gratuitously added ‘(also referred to as "real" currency)’. This addition of “real” as a modifier for
“currency” could only make sense as a (superfluous and unnecessary) means of distinguishing currency
(as defined by law) from counterfeit coins or paper money. But this was not FinCEN’s intent in adding
“real”. What they were attempting to queue up was a distinction between government-issued money and
privately issued money which latter, for reasons not elaborated, they were hesitant to call money. But the
intent can be inferred. Lacking any US federal definition of “money” and concerned about the
atmospherics of referring to privately-issued money as money, they sought to apply laws that explicitly
refer only to paper cash and coins to privately issued moneys, even though the only such media of
potential significance existed only in digital form. So the word currency was again employed in the second
sentence. But this sentence used the word in accordance with its other main, completely different,
conventional usage — as a ‘brand’ of money.

“IN CONTRAST TO REAL CURRENCY, "VIRTUAL" CURRENCY IS A MEDIUM OF EXCHANGE THAT OPERATES LIKE A
CURRENCY IN SOME ENVIRONMENTS, BUT DOES NOT HAVE ALL THE ATTRIBUTES OF REAL CURRENCY.”

Note the “a” in “like a currency”. If referring to the legislatively defined word “currency” —as FinCEN took
such pains to anchor its guidance to in the previous sentence—this was like saying “a furniture”, “a
lingerie” or “a garbage”. The word “currency” as defined in US code doesn’t work as a plural or rendered
as “a currency”. One cannot say “In fiscal year 2012, the Bureau of Engraving and Printing delivered
approximately 35 million currencies a day”. In the plural, or rendered as “a currency”, the word means
something altogether different. It means a brand of money in the sense that the words euro, yen, ruble,

US dollar etc. each designate some particular currency.

The remainder of the sentence, in concert with the following sentence, then indulges in a fanciful riff
attempting to differentiate whatever they mean by “virtual currency” from the stuff actually defined in
US law and regulation. They rightly point out that this figment “does not have all the attributes of real
currency. In particular, virtual currency does not have legal tender status in any jurisdiction.”

What has been established here? (A) Virtual Currency isn’t government-issued paper cash or pocket
change, and (B) it lacks legal tender status (i.e. no one can be compelled to accept it in payments, whether
to extinguish debt or for purchase of goods and services). But bank deposits, whether at a commercial
bank or even at a government central bank, aren’t paper cash either nor, as far as | can determine, are
they designated as legal tender in the US or any other country.

They then concluded with a distinction, throwing in the completely undefined (but actually problematic)
term “convertible”, that continues to fully apply to bank deposits but might quite plausibly exclude certain
implementations of privately-issued money, the very stuff they were trying to label as “virtual currency”.
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“THIS GUIDANCE ADDRESSES "CONVERTIBLE" VIRTUAL CURRENCY. THIS TYPE OF VIRTUAL CURRENCY EITHER HAS AN
EQUIVALENT VALUE IN REAL CURRENCY, OR ACTS AS A SUBSTITUTE FOR REAL CURRENCY.”

Unquestionably, bank deposits have an equivalent value in like-denominated paper cash and act as a
substitute. Are such bank deposits also “convertible”?

To convert is to transform, to change something into something else, both things being elements of the
same more general set, as opposed to exchanging one thing for another thing of a different type.

One can convert liquid water into ice by lowering its temperature or vice versa. Both are still H20. All that
has changed is its form or state. But one cannot convert water into ammonia (NH3).

If I am holding USD deposits in a commercial bank account, the value of the USD deposits is “equivalent”
to the same number of units of USD in currency, i.e. paper money, form. My deposit is a substitute for
such (non-counterfeit, i.e. “real”) paper money or coin. | can elect to convert some of the USD on the asset
side of my balance sheet into USD in another form via an ATM withdrawal. But it is still USD.

Suppose instead | have a EUR-denominated bank account. | cannot simply go to the ATM and withdraw
USD from the account. Should | desire USD, there would be an obligatory currency exchange involved,
funded from my EUR balance. Similarly, neither the ECB nor a Eurosystem NCB can wave a magic wand
and cause some of the EUR monetary liabilities it has created to become transmuted into USD. If one has
EUR but wants USD instead, the EUR can only be exchanged for, i.e. used to buy, or posted as collateral
to borrow, USD.

But consider a privately-issued digital money established in accordance with a currency board logic
anchored to physical gold such that the unit of account adopts the conventional weight units in which
physical gold is quantified and the monetary liability is defined as to require the issuer to maintain at least
one physical gram of gold, fine content, held in trust to back every monetary ‘gram’ issued and
outstanding. There is no fixed equivalence between a specified quantity of this money and the paper cash
(currency) of any country, just as there is no such equivalence between USD and EUR. Absent one brand
of money being issued in accordance with a currency board arrangement anchored on the other currency,
the exchange rate of all currency pairs fluctuates continuously.

The obvious goal of this FInCEN exercise was to conjure up some rubric legitimizing its jurisdiction over
privately-issued money. But the semantic logic (outright sophistry) they came up with yielded a closer
description of bank deposits than it did of privately-issued moneys anchored to some external asset other
than one or other existing brand of money. Had they instead undertaken to articulate some legal basis for
asserting regulatory authority over privately-issued money, the ontological domain of actual interest,
there would be even less of a need for the current exercise involving so-called stablecoins. And even if
such a valid legal basis was found not to exist, the discovery of its absence might have informed legislation
to address the gap.

Why does this “Virtual Currency” precedent matter?
Why linger at such length on the 2013 semantic exercise when the current topic is the 2020 consultative
document regarding so-called global stablecoins?

e  Multiple other nations adopted similar virtual currency nonsense willy-nilly and now have either
bad regs or laws on their books.
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e The only apparent difference between virtual currency and stablecoins is the crypto assumption.
No new class is needed if the true essence is still simply ‘privately-issued money’.

e Bad laws/regulations abrogate responsibility, sloughing off their interpretation to the courts.

e The courts are poor arbiters because the outcome is largely determined by who has the larger
budget to lawyer up. Consider the Ripple case where, having sold tens of billions of units of
unbacked play money to a gullible/avaricious public, the principals had an effectively unlimited (>
1 billion USD) legal war chest, enabling them to sidestep criminal indictment for their securities,
unlicensed money transmission, and money laundering violations and receive only a perfunctory
Non-Prosecution Agreement slap on the wrist.

Stablecoin: origins, connotations and ramifications
Official adoption of the term “stablecoin” is a bad idea and “global stablecoin” is even worse.

As matters stand, the term stablecoin is a shibboleth, fraught with connotations that inform a useful
heuristic for distinguishing ill-conceived and invalid schemes from sound and sustainable monetary
innovations.

The heuristic is: any monetary/payments scheme for which the organizers/promoters and their target
market regard “stablecoin” as a positive meme encapsulating an attractive value proposition is more likely
unsound — perhaps to the extent of eventually producing losses on the part of its customers and investors.

The stablecoin meme/model is, at least for those content to refer to their products/services as such, more
or less a package deal in terms of possible business and revenue models as well as their dependence on
crypto ‘rails’. These considerations are addressed below. But first...

Why ‘coin’ a neologism inferior to existing terminology?

The currency board model is a potentially sound logic for the private sector issuance of (Base) Money.
With a properly designed system, the exchange value of monetary liabilities issued in accordance with a
currency board model closely track the market value of the designated outside anchor asset at a fixed
exchange rate. Relatedly, fluctuations in market demand for the money result in increase or decrease in
the amount issued and outstanding, rather than deviation from the hard peg.

A so-called “stablecoin”—a neologism, the origins of which are explored below—could be described as a
medium of exchange thatisissued in accordance with a currency board model. But this is not the language
of stablecoin promoters and enthusiasts. It is by no means evident they are even familiar with the theory
and practice underlying this well-established and long understood term of art.

Origins — It began with Tether

The impetus behind most self-styled stablecoin projects to date has been an ambition to emulate, and
wrest market share from, Tether in relation to its role in the speculative trading of unbacked
cryptocurrencies. While it may be argued that Libra, classified as a stablecoin in the taxonomy of many
analysts, is envisioned as an alternative medium of exchange for routine use as money, it too, as discussed
below, was (at least initially) conceived on unsound foundational premises that continue to impede its
evolution into a sound and sustainable alternative.

The driving force behind interest in Bitcoin and the almost innumerable unbacked cryptocurrencies that
have followed in its wake has been tulip-bubble-like speculation. While bizarre phenomena such as
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HODLers®® have become a cultural spectacle, some speculators with large paper gains sought to realize
them by exchanging them for real money. But there was a two-fold problem. No market existed for selling
Bitcoin etc. (in any significant quantity) for real money such as USD deposits in a bank account. Moreover,
many such speculators avidly sought to evade government detection of their capital gains and the
resultant tax liability.

Tether was formed to exploit this opportunity by offering a “token” called USDT which it claimed was
entirely backed by USD bank deposits on a 1:1 basis and therefore a perfect proxy for real USD. It has been
convincingly asserted that the Tether organizers, in collusion with Bitfinex, a crypto exchange owned and
controlled by the same principals, then proceeded via a combination of fraud and market manipulation
to engineer the rise of Bitcoin to as high as 20,000 USD/BTC. It is telling that even now, when this fraud is
almost universally recognized, that USDT remains the most widely used USD-surrogate (for the crypto
community), with over 9 billion USDT** in circulation and with USDT the most common component in
cryptocurrency trading pairs. In fact, Tether is again gaining market share relative to its much more
legitimate would-be successors/competitors.

While it is unlikely any Tether imitator would dare to engage in such overt fraud, most do share multiple
characteristics with Tether that both undermine their safety and soundness and drastically reduce the
prospect of them ever becoming widely used for routine money payments.

Business model
The apparent proximate business model for the stablecoins anchored to national currencies that have
followed in Tether’s wake has been to:

o seek market share as a place for customers to park realized but unreported capital gains from
crypto speculation,
e generate revenue from remunerative assets held as backing for the monetary liabilities.

Most have expressed the intention, as does Facebook/Libra, of attracting usage as a medium of exchange
used for normal payments such as international remittances, online ecommerce, point-of-sale purchases
or B2B payments. However, to date, such usage appears to be a relative trickle compared to crypto-
speculative trading and Ponzi schemes?®,

The term stablecoin has also been applied to a subset of crypto-based media backed by stored
commodities such as gold. The apparent business model of their various promoters entails positioning
them as an investment / store of value, effectively placing such entities in direct competition with
(typically much better established) dealers in gold bullion and coins. Revenue is primarily derived from
selling the media at a mark-up —which in the discussion of revenue models below is classified as provision

13 HODL means “Hold On for Dear Life” and HODLers tenaciously hold on to their Bitcoin (etc.) stash in hopes of
eventually realizing fabulous capital gains or purchasing power.

14 Tether’s claimed USDT “market cap” has abruptly risen from 4.3 billion on March 29, 2020 to over 9 billion

15 For instance, while Paxos is blessed by the New York DFS and has “distinguished luminaries including Sheila Bair
and Senator Bill Bradley” on its board, it’s primary usage remains cryptospeculation and Ponzi schemes see also
https://decrypt.co/34640/philippines-sec-just-denounced-the-top-ethereum-dapp-as-a-ponzi.
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of currency exchange. There is no indication that any such company is cash flow positive, rather all appear
to be operating primarily on the basis of money raised from investors.

Revenue model
There are basically three (legal®) ways an issuer of money and/or provider of payments services!’ may (as
such?®) generate revenue:

e Provision of exchange services;
e Holding remunerative assets;
e Transaction or other service fees.

Provision of exchange services. An issuer of money (or any other entity) that undertakes to make a
market for currency exchange is commonly exposed to exchange rate risk. This risk is exacerbated by the
latency and risk of reversal of incoming conventional money payments as well as potential non-
performance of customers that renege on funding transactions for which the market has turned in their
disfavor. This combination may prevent the provider from timely resort to an external market when
needed to offset trading imbalances that result in depletion of currencies in high relative demand and an
inability to fulfill obligations.

Tether of course was the same entity as Bitfinex and its principal windfall was derived from engineering
speculative capital gains on its occult holdings of Bitcoin (in lieu of the USD it claimed to hold). A more
honest imitator may only seek to capture a one-time seignorage by selling newly issued money into
exchange markets at a markup. But such a one-time revenue event, in addition to reducing incentive for
third party providers of exchange to act as a distribution channel, is insufficient to sustain operations given
that the money, analogous to banknotes, may remain in circulation for a long time.

Another model involves ongoing involvement in currency exchange markets in accordance with
algorithmic stabilization strategies that, at least on paper, are revenue positive. The notion of algorithmic
stabilization is discussed below and in Appendix 2: Algorithmic Stabilization.

Asset portfolio/Balance sheet risk. A stablecoin issuer may contemplate generating income the same
way banks do — by holding a portfolio of remunerative assets'®. But an issuer of money offsetting its
monetary liabilities with an asset portfolio that includes uninsured commercial bank deposits, money
market mutual funds or ETFs, or even high-grade sovereign debt instruments (treasury bonds) of greater
than about 90 days maturity is exposed to the risk of loss and possible insolvency. These risks also apply

16 |t has been very credibly asserted that Tether, by secretly holding Bitcoin (and most likely via outright insolvency
when expedient) and working in undisclosed collusion with Bitfinex, also generated windfall profits from
manipulating the Bitcoin price.

17 Whether established as an e-money institution (EMI), Authorised Payment Institution (APl), Payments Bank,
Stablecoin or you name it.

18 providers may garner revenue by more indirect means: from affiliated providers of financial services, advertising
or other models fostered by seeking dominance of their app/platform/community. By saying “as such” | am
narrowing the focus to exclude these more peripheral strategies.

1% Notably, prior to February 2002, with one in its succession of business models, Paypal’s interest income from
remunerative assets held against customer liabilities was a significant source of revenue until ordered by the FDIC
to basically stop doing what banks do. It subsequently morphed (the rest of the way) into becoming a credit card
intermediary, reliant on transaction fee revenues.
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in the case of a government monetary authorities. However, sovereign issuers of money assert freedom
from default risk based on government guarantee of “full faith and credit” or similar verbiage.

Most so-called stablecoins, whether operational or planned, are indeed backed by uninsured commercial
bank deposits, a smattering of cryptocurrencies, interest bearing securities and/or even holdings of other
stablecoins. With the exception of media backed by a stored physical commodity (which typically rely on
the exchange model outlined above), interest income generated by the asset portfolio has historically
been their principal revenue source. The revenue model for Libra, to the extent plans have been disclosed
(or even formulated) appears to be based, to significant degree, on the expectation of interest income.

Special mention, asset portfolio-wise, is warranted for Saga, a stablecoin which, at least initially, appears
to be organized in accordance with the concept of a “Market-SDR” - a token backed by a basket of assets
intended to mirror the composition of real SDRs and enabling a market value that closely tracks that of
the official SDR price. Saga features an illustrious advisory board which includes a Nobel laureate in
economics in addition to former senior executives from a major international bank and a government

central bank. On the strength of this impressive board, Saga was able to raise $30 million from some of
the most sophisticated venture capital firms in existence. Of note, the core of the Saga plan is a scheme
to gradually substitute intangible goodwill, described as “inherent value”, for up to 90% of the asset
portfolio backing its monetary liabilities in circulation. In contrast, of the estimated $64 billion Bernie
Madoff bilked from investors, court-appointed receivers eventually recovered over $13 billion (20.3%) —
over twice the “reserve ratio®®” contemplated for this scheme.

Fee-based revenue. The only revenue source for a privately-issued brand of money that would provide
for a sustainable business model without incurring the risks of currency exchange or portfolio losses is
fees — primarily transaction fees for executing a payment instruction. A fee-based revenue model is fully
compatible with institutional arrangements designed to ensure freedom from default risk.

As follows, however, existing stablecoins largely relinquish this potential revenue source to the public
blockchain cryptocurrency schemes on which they are piggy-backed.

Dependence on crypto rails

All self-styled stablecoin promoters formulate(d) their schemes informed by belief that blockchain,
cryptocurrencies and so-called “Distributed Ledger Technology (DLT)” constitute the future of money,
payments and nearly everything else. As a consequence, all or nearly all existing stablecoins designed their
schemes in a fashion that makes them wholly reliant on existing cryptocurrency public blockchains?!.

20 The Reserve Ratio for a depository institution refers to a defined, cash-like, subset of overall assets divided by
customer deposits. But, in addition to reserves, a bank’s asset portfolio also includes a substantial portfolio of
investments such as loans and securities. Saga misuses the term “reserve ratio” to mean the sum total of all its
marketable assets divided by the market value of its monetary liabilities. But then, as | see it, the authors of this
consultation document misuse the term of art “reserves” in the same way. This topic is addressed immediately
below.

21 Libra, as currently conceived, is an exception to this dependence on crypto-rails of third party systems. Plans call
for a new Libra Blockchain that dispenses with legacy blockchain elements such as blocks and the notion of all nodes
maintaining an archive of every transaction.
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